
Page 587 TITLE 50—WAR AND NATIONAL DEFENSE § 3234 

vided under any other law, rule, or regulation, 
including section 2303 of title 5; or 

(2) repeal section 2303 of title 5. 

(July 26, 1947, ch. 343, title XI, § 1104, as added 
Pub. L. 113–126, title VI, § 601(a), July 7, 2014, 128 
Stat. 1414.) 

POLICIES AND PROCEDURES; NONAPPLICABILITY TO 

CERTAIN TERMINATIONS 

Pub. L. 113–126, title VI, § 604, July 7, 2014, 128 Stat. 

1421, provided that: 
‘‘(a) COVERED INTELLIGENCE COMMUNITY ELEMENT DE-

FINED.—In this section, the term ‘covered intelligence 

community element’— 
‘‘(1) means— 

‘‘(A) the Central Intelligence Agency, the Defense 

Intelligence Agency, the National Geospatial-Intel-

ligence Agency, the National Security Agency, the 

Office of the Director of National Intelligence, and 

the National Reconnaissance Office; and 
‘‘(B) any executive agency or unit thereof deter-

mined by the President under section 

2302(a)(2)(C)(ii) of title 5, United States Code, to 

have as its principal function the conduct of foreign 

intelligence or counterintelligence activities; and 
‘‘(2) does not include the Federal Bureau of Inves-

tigation. 
‘‘(b) REGULATIONS.—In consultation with the Sec-

retary of Defense, the Director of National Intelligence 

shall develop policies and procedures to ensure that a 

personnel action shall not be taken against an em-

ployee of a covered intelligence community element as 

a reprisal for any disclosure of information described in 

[section] 1104 of the National Security Act of 1947 [50 

U.S.C. 3234], as added by section 601 of this Act. 
‘‘(c) REPORT ON THE STATUS OF IMPLEMENTATION OF 

REGULATIONS.—Not later than 2 years after the date of 

the enactment of this Act [July 7, 2014], the Director of 

National Intelligence shall submit a report on the 

status of the implementation of the regulations pro-

mulgated under subsection (b) to the congressional in-

telligence committees. 
‘‘(d) NONAPPLICABILITY TO CERTAIN TERMINATIONS.— 

Section 1104 of the National Security Act of 1947, as 

added by section 601 of this Act, and section 3001 of the 

Intelligence Reform and Terrorism Prevention Act of 

2004 (50 U.S.C. 3341), as amended by section 602 of this 

Act, shall not apply if— 
‘‘(1) the affected employee is concurrently termi-

nated under— 
‘‘(A) section 1609 of title 10, United States Code; 
‘‘(B) the authority of the Director of National In-

telligence under section 102A(m) of the National Se-

curity Act of 1947 (50 U.S.C. 3024(m)), if the Director 

determines that the termination is in the interest 

of the United States; 
‘‘(C) the authority of the Director of the Central 

Intelligence Agency under section 104A(e) of the 

National Security Act of 1947 (50 U.S.C. 3036(e)), if 

the Director determines that the termination is in 

the interest of the United States; or 
‘‘(D) section 7532 of title 5, United States Code, if 

the head of the agency determines that the termi-

nation is in the interest of the United States; and 
‘‘(2) not later than 30 days after such termination, 

the head of the agency that employed the affected 

employee notifies the congressional intelligence com-

mittees of the termination.’’ 
[For definition of ‘‘congressional intelligence com-

mittees’’ as used in section 604 of Pub. L. 113–126, set 

out above, see section 2 of Pub. L. 113–126, set out as a 

note under section 3003 of this title.] 

CHAPTER 45—MISCELLANEOUS 
INTELLIGENCE COMMUNITY AUTHORITIES 

SUBCHAPTER I—BUDGET AND OVERSIGHT 

Sec. 

3301. Multiyear national intelligence program. 

Sec. 

3302. Identification of constituent components of 

base intelligence budget. 

3303. Construction of intelligence community fa-

cilities; Presidential authorization. 

3304. Limitation on construction of facilities to be 

used primarily by intelligence community. 

3305. Exhibits for inclusion with budget justifica-

tion books. 

3306. Availability to public of certain intelligence 

funding information. 

3307. Communications with the Committees on 

Armed Services of the Senate and the House 

of Representatives. 

3308. Information access by the Comptroller Gen-

eral of the United States. 

3309. Notification of establishment of advisory 

committee. 

3310. Annual report on United States security ar-

rangements and commitments with other 

nations. 

3311. Submittal to Congress by heads of elements 

of intelligence community of plans for or-

derly shutdown in event of absence of ap-

propriations. 

SUBCHAPTER II—PERSONNEL AND 

ADMINISTRATIVE AUTHORITIES 

3321. National Intelligence Reserve Corps. 

3322. Additional education and training require-

ments. 

3323. Eligibility for incentive awards. 

3324. Prohibition on using journalists as agents or 

assets. 

3325. Reaffirmation of longstanding prohibition 

against drug trafficking by employees of 

the intelligence community. 

3326. Limitation of expenditure of funds appro-

priated for Department of Defense intel-

ligence programs. 

3327. Limitation on transfer of funds between CIA 

and Department of Defense; congressional 

notification required. 

3328. Study or plan of surrender; use of appropria-

tions. 

3329. Intelligence community contracting. 

3330. Reports to the intelligence community on 

penetrations of networks and information 

systems of certain contractors. 

SUBCHAPTER III—SECURITY CLEARANCES AND 

CLASSIFIED INFORMATION 

3341. Security clearances. 

3342. Security clearances for transition team mem-

bers. 

3343. Security clearances; limitations. 

3344. Classification training program. 

3345. Limitation on handling, retention, and stor-

age of certain classified materials by the 

Department of State. 

3346. Compilation and organization of previously 

declassified records. 

3347. Secrecy agreements used in intelligence ac-

tivities. 

3348. Reports relating to certain special access pro-

grams and similar programs. 

3349. Notification regarding the authorized public 

disclosure of national intelligence. 

SUBCHAPTER IV—COLLECTION, ANALYSIS, AND 

SHARING OF INTELLIGENCE 

3361. National Virtual Translation Center. 

3362. Foreign Terrorist Asset Tracking Center. 

3363. Terrorist Identification Classification Sys-

tem. 

3364. Assignment of responsibilities relating to 

analytic integrity. 

3365. Foreign intelligence information. 

3366. Authorities of heads of other departments 

and agencies. 
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Sec. 

3367. Requirement for efficient use by intelligence 

community of open-source intelligence. 

SUBCHAPTER V—MANAGEMENT OF 

COUNTERINTELLIGENCE ACTIVITIES 

3381. Coordination of counterintelligence activi-

ties. 

3382. National Counterintelligence Executive. 

3383. Office of the National Counterintelligence Ex-

ecutive. 

SUBCHAPTER I—BUDGET AND OVERSIGHT 

§ 3301. Multiyear national intelligence program 

(a) Annual submission of multiyear national in-
telligence program 

The Director of National Intelligence shall 
submit to the congressional committees speci-
fied in subsection (d) of this section each year a 
multiyear national intelligence program plan 
reflecting the estimated expenditures and pro-
posed appropriations required to support that 
program. Any such multiyear national intel-
ligence program plan shall cover the fiscal year 
with respect to which the budget is submitted 
and at least four succeeding fiscal years. 

(b) Time of submission 

The Director of National Intelligence shall 
submit the report required by subsection (a) of 
this section each year at or about the same time 
that the budget is submitted to Congress pursu-
ant to section 1105(a) of title 31. 

(c) Consistency with budget estimates 

The Director of National Intelligence and the 
Secretary of Defense shall ensure that the esti-
mates referred to in subsection (a) of this sec-
tion are consistent with the budget estimates 
submitted to Congress pursuant to section 
1105(a) of title 31 for the fiscal year concerned 
and with the estimated expenditures and pro-
posed appropriations for the future-years de-
fense program submitted pursuant to section 221 
of title 10. 

(d) Specified congressional committees 

The congressional committees referred to in 
subsection (a) of this section are the following: 

(1) The Committee on Armed Services, the 
Committee on Appropriations, and the Select 
Committee on Intelligence of the Senate. 

(2) The Committee on Armed Services, the 
Committee on Appropriations, and the Perma-
nent Select Committee on Intelligence of the 
House of Representatives. 

(Pub. L. 101–510, div. A, title XIV, § 1403, Nov. 5, 
1990, 104 Stat. 1675; Pub. L. 104–106, div. A, title 
XV, § 1502(c)(4)(B), Feb. 10, 1996, 110 Stat. 507; 
Pub. L. 106–65, div. A, title X, § 1067(10), Oct. 5, 
1999, 113 Stat. 774; Pub. L. 111–259, title VIII, 
§ 805(a)–(d)(1), Oct. 7, 2010, 124 Stat. 2748.) 

CODIFICATION 

Section was formerly classified to section 404b of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Pub. L. 111–259, § 805(d)(1), struck out ‘‘foreign’’ 

after ‘‘national’’ in section catchline. 

Subsec. (a). Pub. L. 111–259, § 805(a), (b)(1), struck out 

‘‘foreign’’ after ‘‘national’’ wherever appearing in head-

ing and text and substituted ‘‘Director of National In-

telligence’’ for ‘‘Director of Central Intelligence’’ in 

text. 
Subsec. (b). Pub. L. 111–259, § 805(b)(2), inserted ‘‘of 

National Intelligence’’ after ‘‘Director’’. 
Subsec. (c). Pub. L. 111–259, § 805(b)(1), (c), substituted 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence’’ and ‘‘future-years defense pro-

gram submitted pursuant to section 221 of title 10’’ for 

‘‘multiyear defense program submitted pursuant to sec-

tion 114a of title 10’’. 
1999—Subsec. (d)(2). Pub. L. 106–65 substituted ‘‘Com-

mittee on Armed Services’’ for ‘‘Committee on Na-

tional Security’’. 
1996—Subsec. (a). Pub. L. 104–106, § 1502(c)(4)(B)(i), sub-

stituted ‘‘the congressional committees specified in 

subsection (d) of this section each year’’ for ‘‘the Com-

mittees on Armed Services and Appropriations of the 

Senate and the House of Representatives and the Select 

Committee on Intelligence of the Senate and the Per-

manent Select Committee on Intelligence of the House 

of Representatives each year’’. 
Subsec. (d). Pub. L. 104–106, § 1502(c)(4)(B)(ii), added 

subsec. (d). 

SHORT TITLE OF 2002 AMENDMENT 

Pub. L. 107–306, title IX, § 901(a), Nov. 27, 2002, 116 

Stat. 2432, provided that: ‘‘This title [see Tables for 

classification] may be cited as the ‘Counterintelligence 

Enhancement Act of 2002’.’’ 

§ 3302. Identification of constituent components 
of base intelligence budget 

The Director of Central Intelligence shall in-
clude the same level of budgetary detail for the 
Base Budget that is provided for Ongoing Initia-
tives and New Initiatives to the Permanent Se-
lect Committee on Intelligence of the House of 
Representatives and the Select Committee on 
Intelligence of the Senate in the congressional 
justification materials for the annual submis-
sion of the National Foreign Intelligence Pro-
gram of each fiscal year. 

(Pub. L. 103–359, title VI, § 603, Oct. 14, 1994, 108 
Stat. 3433.) 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 403–1 of this title prior to editorial reclassification 

as this section. 

TRANSFER OF FUNCTIONS 

Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title. 

§ 3303. Construction of intelligence community 
facilities; Presidential authorization 

(a) No project for the construction of any fa-
cility, or improvement to any facility, having 
an estimated Federal cost in excess of $300,000, 
may be undertaken in any fiscal year unless spe-
cifically identified as a separate item in the 
President’s annual fiscal year budget request or 
otherwise specifically authorized and appro-
priated if such facility or improvement would be 
used primarily by personnel of the intelligence 
community. 
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(b) As used in this section, the term ‘‘intel-
ligence community’’ has the same meaning 
given that term in section 3003(4) of this title. 

(Pub. L. 103–335, title VIII, § 8131, Sept. 30, 1994, 
108 Stat. 2653.) 

CODIFICATION 

Section was formerly classified to section 403–2a of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3304. Limitation on construction of facilities to 
be used primarily by intelligence community 

(a) In general 

(1) In general 

Except as provided in subsection (b) of this 
section, no project for the construction of any 
facility to be used primarily by personnel of 
any component of the intelligence community 
which has an estimated Federal cost in excess 
of $5,000,000 may be undertaken in any fiscal 
year unless such project is specifically identi-
fied as a separate item in the President’s an-
nual fiscal year budget request and is specifi-
cally authorized by the Congress. 

(2) Notification 

In the case of a project for the construction 
of any facility to be used primarily by person-
nel of any component of the intelligence com-
munity which has an estimated Federal cost 
greater than $1,000,000 but less than $5,000,000, 
or where any improvement project to such a 
facility has an estimated Federal cost greater 
than $1,000,000, the Director of National Intel-
ligence shall submit a notification to the in-
telligence committees specifically identifying 
such project. 

(b) Exception 

(1) In general 

Notwithstanding subsection (a) of this sec-
tion but subject to paragraphs (2) and (3), a 
project for the construction of a facility to be 
used primarily by personnel of any component 
of the intelligence community may be carried 
out if the Secretary of Defense and the Direc-
tor of National Intelligence jointly deter-
mine— 

(A) that the project is vital to the national 
security or to the protection of health, safe-
ty, or the quality of the environment, and 

(B) that the requirement for the project is 
so urgent that deferral of the project for in-
clusion in the next Act authorizing appro-
priations for the intelligence community 
would be inconsistent with national security 
or the protection of health, safety, or envi-
ronmental quality, as the case may be. 

(2) Report 

(A) When a decision is made to carry out a 
construction project under this subsection, the 
Secretary of Defense and the Director of Na-
tional Intelligence jointly shall submit a re-
port in writing to the appropriate committees 
of Congress on that decision. Each such report 
shall include (i) the justification for the 
project and the current estimate of the cost of 
the project, (ii) the justification for carrying 
out the project under this subsection, and (iii) 

a statement of the source of the funds to be 
used to carry out the project. The project may 
then be carried out only after the end of the 7- 
day period beginning on the date the notifica-
tion is received by such committees. 

(B) Notwithstanding subparagraph (A), a 
project referred to in paragraph (1) may begin 
on the date the notification is received by the 
appropriate committees of Congress under 
that paragraph if the Director of National In-
telligence and the Secretary of Defense jointly 
determine that— 

(i) an emergency exists with respect to the 
national security or the protection of 
health, safety, or environmental quality; 
and 

(ii) any delay in the commencement of the 
project would harm any or all of those inter-
ests. 

(3) Projects primarily for CIA 

If a project referred to in paragraph (1) is 
primarily for the Central Intelligence Agency, 
the Director of the Central Intelligence Agen-
cy shall make the determination and submit 
the report required by paragraphs (1) and (2). 

(4) Limitation 

A project carried out under this subsection 
shall be carried out within the total amount of 
funds appropriated for intelligence and intel-
ligence-related activities that have not been 
obligated. 

(c) Application 

This section shall not apply to any project 
which is subject to subsection (a)(1)(A) or (c) of 
section 601. 

(Pub. L. 103–359, title VI, § 602, Oct. 14, 1994, 108 
Stat. 3432; Pub. L. 108–177, title III, § 314, Dec. 13, 
2003, 117 Stat. 2610; Pub. L. 111–259, title VIII, 
§ 809, Oct. 7, 2010, 124 Stat. 2749.) 

REFERENCES IN TEXT 

Section 601, referred to in subsec. (c), means section 

601 of Pub. L. 103–359, title VI, Oct. 14, 1994, 108 Stat. 

3431, which is not classified to the Code. 

CODIFICATION 

Section was formerly classified to section 403–2b of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2010—Subsecs. (a)(2), (b)(1), (2)(A), (B). Pub. L. 111–259, 

§ 809(1), (2)(A), (B), substituted ‘‘Director of National In-

telligence’’ for ‘‘Director of Central Intelligence’’. 

Subsec. (b)(3). Pub. L. 111–259, § 809(2)(C), substituted 

‘‘Director of the Central Intelligence Agency’’ for ‘‘Di-

rector of Central Intelligence’’. 

2003—Subsec. (a). Pub. L. 108–177, § 314(a), substituted 

‘‘$5,000,000’’ for ‘‘$750,000’’ in pars. (1) and (2) and 

‘‘$1,000,000’’ for ‘‘$500,000’’ in two places in par. (2). 

Subsec. (b)(2). Pub. L. 108–177, § 314(b), designated ex-

isting provisions as subpar. (A), redesignated former 

subpars. (A) to (C) as cls. (i) to (iii), respectively, sub-

stituted ‘‘7-day period’’ for ‘‘21-day period’’, and added 

subpar. (B). 

DEFINITIONS 

Pub. L. 103–359, title VI, § 604, Oct. 14, 1994, 108 Stat. 

3433, provided that: ‘‘As used in this title [enacting this 

section and section 3302 of this title]: 

‘‘(1) INTELLIGENCE COMMITTEES.—The term ‘intel-

ligence committees’ means the Permanent Select 
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1 So in original. Probably should be followed by a comma. 

Committee on Intelligence of the House of Represent-

atives and the Select Committee on Intelligence of 

the Senate. 

‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the same meaning given that 

term in section 3(4) of the National Security Act of 

1947 (50 U.S.C. 401a(4) [now 50 U.S.C. 3003(4)]).’’ 

§ 3305. Exhibits for inclusion with budget jus-
tification books 

Beginning with the fiscal year 2010 budget re-
quest, the Director of National Intelligence 
shall include the budget exhibits identified in 
paragraphs (1) and (2) as described in the Depart-
ment of Defense Financial Management Regula-
tion with the congressional budget justification 
books. 

(1) For procurement programs requesting 
more than $20,000,000 in any fiscal year, the 
P–1, Procurement Program; P–5, Cost Analy-
sis; P–5a, Procurement History and Planning; 
P–21, Production Schedule; and P–40 1 Budget 
Item Justification. 

(2) For research, development, test and eval-
uation projects requesting more than 
$10,000,000 in any fiscal year, the R–1, RDT&E 
Program; R–2, RDT&E Budget Item Justifica-
tion; R–3, RDT&E Project Cost Analysis; and 
R–4, RDT&E Program Schedule Profile. 

(Pub. L. 110–329, div. C, title VIII, § 8107, Sept. 30, 
2008, 122 Stat. 3644.) 

CODIFICATION 

Section was formerly classified to section 415a–2 of 

this title prior to editorial reclassification and renum-

bering as this section. 

SIMILAR PROVISIONS 

Provisions similar to those in this section were con-

tained in the following appropriation acts: 

Pub. L. 113–6, div. C, title VIII, § 8087, Mar. 26, 2013, 127 

Stat. 317. 

Pub. L. 112–74, div. A, title VIII, § 8090, Dec. 23, 2011, 

125 Stat. 827. 

Pub. L. 112–10, div. A, title VIII, § 8091, Apr. 15, 2011, 

125 Stat. 77. 

Pub. L. 111–118, div. A, title VIII, § 8100, Dec. 19, 2009, 

123 Stat. 3450. 

§ 3306. Availability to public of certain intel-
ligence funding information 

(a) Budget request 

At the time that the President submits to 
Congress the budget for a fiscal year pursuant to 
section 1105 of title 31, the President shall dis-
close to the public the aggregate amount of ap-
propriations requested for that fiscal year for 
the National Intelligence Program. 

(b) Amounts appropriated each fiscal year 

Not later than 30 days after the end of each 
fiscal year, the Director of National Intelligence 
shall disclose to the public the aggregate 
amount of funds appropriated by Congress for 
the National Intelligence Program for such fis-
cal year. 

(c) Waiver 

(1) In general 

The President may waive or postpone the 
disclosure required by subsection (a) or (b) for 

a fiscal year by submitting to the Select Com-
mittee on Intelligence of the Senate and Per-
manent Select Committee on Intelligence of 
the House of Representatives— 

(A) a statement, in unclassified form, that 
the disclosure required in subsection (a) or 
(b) for that fiscal year would damage na-
tional security; and 

(B) a statement detailing the reasons for 
the waiver or postponement, which may be 
submitted in classified form. 

(2) Submission dates 

The President shall submit the statements 
required under paragraph (1)— 

(A) in the case of a waiver or postpone-
ment of a disclosure required under sub-
section (a), at the time of the submission of 
the budget for the fiscal year for which such 
disclosure is waived or postponed; and 

(B) in the case of a waiver or postpone-
ment of a disclosure required under sub-
section (b), not later than 30 days after the 
date of the end of the fiscal year for which 
such disclosure is waived or postponed. 

(d) Definition 

As used in this section, the term ‘‘National In-
telligence Program’’ has the meaning given the 
term in section 3003(6) of this title. 

(Pub. L. 110–53, title VI, § 601, Aug. 3, 2007, 121 
Stat. 335; Pub. L. 111–259, title III, § 364, Oct. 7, 
2010, 124 Stat. 2702.) 

CODIFICATION 

Section was formerly classified to section 415c of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2010—Pub. L. 111–259 amended section generally. Prior 

to amendment, section related to availability to public 

of certain intelligence funding information. 

§ 3307. Communications with the Committees on 
Armed Services of the Senate and the House 
of Representatives 

(a) Requests of committees 

The Director of the National Counterterrorism 
Center, the Director of a national intelligence 
center, or the head of any element of the intel-
ligence community shall, not later than 45 days 
after receiving a written request from the Chair 
or ranking minority member of the Committee 
on Armed Services of the Senate or the Commit-
tee on Armed Services of the House of Rep-
resentatives for any existing intelligence assess-
ment, report, estimate, or legal opinion relating 
to matters within the jurisdiction of such Com-
mittee, make available to such committee such 
assessment, report, estimate, or legal opinion, 
as the case may be. 

(b) Assertion of privilege 

(1) In general 

In response to a request covered by sub-
section (a), the Director of the National 
Counterterrorism Center, the Director of a na-
tional intelligence center, or the head of any 
element of the intelligence community shall 
provide to the Committee making such re-
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quest the document or information covered by 
such request unless the President determines 
that such document or information shall not 
be provided because the President is asserting 
a privilege pursuant to the Constitution of the 
United States. 

(2) Submission to Congress 

The White House Counsel shall submit to 
Congress in writing any assertion by the 
President under paragraph (1) of a privilege 
pursuant to the Constitution. 

(c) Definitions 

In this section: 

(1) Intelligence community 

The term ‘‘intelligence community’’ has the 
meaning given the term in section 3003(4) of 
this title. 

(2) Intelligence assessment 

The term ‘‘intelligence assessment’’ means 
an intelligence-related analytical study of a 
subject of policy significance and does not in-
clude building-block papers, research projects, 
and reference aids. 

(3) Intelligence estimate 

The term ‘‘intelligence estimate’’ means an 
appraisal of available intelligence relating to 
a specific situation or condition with a view to 
determining the courses of action open to an 
enemy or potential enemy and the probable 
order of adoption of such courses of action. 

(Pub. L. 110–181, div. A, title X, § 1079, Jan. 28, 
2008, 122 Stat. 334.) 

CODIFICATION 

Section was formerly classified to section 413c of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3308. Information access by the Comptroller 
General of the United States 

(a) DNI directive governing access 

(1) Requirement for directive 

The Director of National Intelligence, in 
consultation with the Comptroller General of 
the United States, shall issue a written direc-
tive governing the access of the Comptroller 
General to information in the possession of an 
element of the intelligence community. 

(2) Amendment to directive 

The Director of National Intelligence, in 
consultation with the Comptroller General, 
may issue an amendment to the directive is-
sued under paragraph (1) at any time the Di-
rector determines such an amendment is ap-
propriate. 

(3) Relationship to other laws 

The directive issued under paragraph (1) and 
any amendment to such directive issued under 
paragraph (2) shall be consistent with the pro-
visions of— 

(A) chapter 7 of title 31; and 
(B) the National Security Act of 1947 (50 

U.S.C. 401 et seq.). 

(b) Confidentiality of information 

(1) Requirement for confidentiality 

The Comptroller General of the United 
States shall ensure that the level of confiden-

tiality of information made available to the 
Comptroller General pursuant to the directive 
issued under subsection (a)(1) or an amend-
ment to such directive issued under subsection 
(a)(2) is not less than the level of confidential-
ity of such information required of the head of 
the element of the intelligence community 
from which such information was obtained. 

(2) Penalties for unauthorized disclosure 

An officer or employee of the Government 
Accountability Office shall be subject to the 
same statutory penalties for unauthorized dis-
closure or use of such information as an offi-
cer or employee of the element of the intel-
ligence community from which such informa-
tion was obtained. 

(c) Submission to Congress 

(1) Submission of directive 

The directive issued under subsection (a)(1) 
shall be submitted to Congress by the Director 
of National Intelligence, together with any 
comments of the Comptroller General of the 
United States, no later than May 1, 2011. 

(2) Submission of amendment 

Any amendment to such directive issued 
under subsection (a)(2) shall be submitted to 
Congress by the Director, together with any 
comments of the Comptroller General. 

(d) Effective date 

The directive issued under subsection (a)(1) 
and any amendment to such directive issued 
under subsection (a)(2) shall take effect 60 days 
after the date such directive or amendment is 
submitted to Congress under subsection (c), un-
less the Director determines that for reasons of 
national security the directive or amendment 
should take effect sooner. 

(Pub. L. 111–259, title III, § 348, Oct. 7, 2010, 124 
Stat. 2700.) 

REFERENCES IN TEXT 

The National Security Act of 1947, referred to in sub-

sec. (a)(3)(B), is act July 26, 1947, ch. 343, 61 Stat. 495, 

which is classified principally to chapter 44 (§ 3001 et 

seq.) of this title. For complete classification of this 

Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 403–9 of 

this title prior to editorial reclassification and renum-

bering as this section. 

DEFINITION 

For definition of ‘‘intelligence community’’, see sec-

tion 2 of Pub. L. 111–259, set out as a note under section 

3003 of this title. 

§ 3309. Notification of establishment of advisory 
committee 

The Director of National Intelligence and the 
Director of the Central Intelligence Agency 
shall each notify the congressional intelligence 
committees each time each such Director cre-
ates an advisory committee. Each notification 
shall include— 

(1) a description of such advisory committee, 
including the subject matter of such commit-
tee; 
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(2) a list of members of such advisory com-
mittee; and 

(3) in the case of an advisory committee cre-
ated by the Director of National Intelligence, 
the reasons for a determination by the Direc-
tor under section 4(b)(3) of the Federal Advi-
sory Committee Act (5 U.S.C. App.) that an ad-
visory committee cannot comply with the re-
quirements of such Act. 

(Pub. L. 111–259, title IV, § 410(b), Oct. 7, 2010, 124 
Stat. 2725; Pub. L. 113–126, title III, § 329(b)(1), 
July 7, 2014, 128 Stat. 1406.) 

REFERENCES IN TEXT 

Section 4(b)(3) of the Federal Advisory Committee 

Act, referred to in par. (3), is section 4(b)(3) of Pub. L. 

92–463, Oct. 6, 1972, 86 Stat. 770, which is set out in the 

Appendix to Title 5, Government Organization and Em-

ployees. 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 405 of this title prior to editorial reclassification 

as this section. 

AMENDMENTS 

2014—Pub. L. 113–126 amended section generally. Prior 

to amendment, section related to annual report on ad-

visory committees created by Director of National In-

telligence and Director of the Central Intelligence 

Agency, contents of report, and inclusion of reasons for 

ODNI exclusion of advisory committee from Federal 

Advisory Committee Act. 

DEFINITION 

For definition of ‘‘congressional intelligence commit-

tees’’ referred to in text, see section 2 of Pub. L. 111–259, 

set out as a note under section 3003 of this title. 

§ 3310. Annual report on United States security 
arrangements and commitments with other 
nations 

(a) Report requirements 

The President shall submit to the congres-
sional committees specified in subsection (d) of 
this section each year a report (in both classi-
fied and unclassified form) on United States se-
curity arrangements with, and commitments to, 
other nations. 

(b) Matters to be included 

The President shall include in each such re-
port the following: 

(1) A description of— 
(A) each security arrangement with, or 

commitment to, other nations, whether 
based upon (i) a formal document (including 
a mutual defense treaty, a pre-positioning 
arrangement or agreement, or an access 
agreement), or (ii) an expressed policy; and 

(B) the historical origins of each such ar-
rangement or commitment. 

(2) An evaluation of the ability of the United 
States to meet its commitments based on the 
projected reductions in the defense structure 
of the United States. 

(3) A plan for meeting each of those commit-
ments with the force structure projected for 
the future. 

(4) An assessment of the need to continue, 
modify, or discontinue each of those arrange-
ments and commitments in view of the chang-
ing international security situation. 

(c) Deadline for report 

The President shall submit the report required 
by subsection (a) of this section not later than 
February 1 of each year. 

(d) Specified congressional committees 

The congressional committees referred to in 
subsection (a) of this section are the following: 

(1) The Committee on Armed Services and 
the Committee on Foreign Relations of the 
Senate. 

(2) The Committee on Armed Services and 
the Committee on International Relations of 
the House of Representatives. 

(Pub. L. 101–510, div. A, title XIV, § 1457, Nov. 5, 
1990, 104 Stat. 1696; Pub. L. 104–106, div. A, title 
XV, § 1502(c)(4)(C), Feb. 10, 1996, 110 Stat. 507; 
Pub. L. 106–65, div. A, title X, § 1067(10), Oct. 5, 
1999, 113 Stat. 774.) 

CODIFICATION 

Section was formerly classified to section 404c of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

1999—Subsec. (d)(2). Pub. L. 106–65 substituted ‘‘Com-

mittee on Armed Services’’ for ‘‘Committee on Na-

tional Security’’. 

1996—Subsec. (a). Pub. L. 104–106, § 1502(c)(4)(C)(i), sub-

stituted ‘‘shall submit to the congressional committees 

specified in subsection (d) of this section each year’’ for 

‘‘shall submit to the Committees on Armed Services 

and on Foreign Affairs of the House of Representatives 

and the Committees on Armed Services and Foreign 

Relations of the Senate each year’’. 

Subsec. (c). Pub. L. 104–106, § 1502(c)(4)(C)(ii), sub-

stituted ‘‘The President’’ for ‘‘(1) Except as provided in 

paragraph (2), the President’’ and struck out par. (2) 

which read as follows: ‘‘In the case of the report re-

quired to be submitted in 1991, the evaluation, plan, 

and assessment referred to in paragraphs (2), (3), and (4) 

of subsection (b) of this section may be submitted not 

later than May 1, 1991.’’ 

Subsec. (d). Pub. L. 104–106, § 1502(c)(4)(C)(iii), added 

subsec. (d). 

CHANGE OF NAME 

Committee on International Relations of House of 

Representatives changed to Committee on Foreign Af-

fairs of House of Representatives by House Resolution 

No. 6, One Hundred Tenth Congress, Jan. 5, 2007. 

§ 3311. Submittal to Congress by heads of ele-
ments of intelligence community of plans for 
orderly shutdown in event of absence of ap-
propriations 

(a) In general 

Whenever the head of an applicable agency 
submits a plan to the Director of the Office of 
Management and Budget in accordance with sec-
tion 124 of Office of Management and Budget 
Circular A–11, pertaining to agency operations 
in the absence of appropriations, or any succes-
sor circular of the Office that requires the head 
of an applicable agency to submit to the Direc-
tor a plan for an orderly shutdown in the event 
of the absence of appropriations, such head shall 
submit a copy of such plan to the following: 

(1) The congressional intelligence commit-
tees. 

(2) The Subcommittee on Defense of the 
Committee on Appropriations of the Senate. 
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(3) The Subcommittee on Defense of the 
Committee on Appropriations of the House of 
Representatives. 

(4) In the case of a plan for an element of the 
intelligence community that is within the De-
partment of Defense, to— 

(A) the Committee on Armed Services of 
the Senate; and 

(B) the Committee on Armed Services of 
the House of Representatives. 

(b) Head of an applicable agency defined 

In this section, the term ‘‘head of an applica-
ble agency’’ includes the following: 

(1) The Director of National Intelligence. 
(2) The Director of the Central Intelligence 

Agency. 
(3) Each head of each element of the intel-

ligence community that is within the Depart-
ment of Defense. 

(Pub. L. 113–126, title III, § 323, July 7, 2014, 128 
Stat. 1401.) 

DEFINITION 

For definition of ‘‘congressional intelligence commit-

tees’’ referred to in subsec. (a)(1), see section 2 of Pub. 

L. 113–126, set out as a note under section 3003 of this 

title. 

SUBCHAPTER II—PERSONNEL AND 
ADMINISTRATIVE AUTHORITIES 

§ 3321. National Intelligence Reserve Corps 

(a) Establishment 

The Director of National Intelligence may pro-
vide for the establishment and training of a Na-
tional Intelligence Reserve Corps (in this sec-
tion referred to as ‘‘National Intelligence Re-
serve Corps’’) for the temporary reemployment 
on a voluntary basis of former employees of ele-
ments of the intelligence community during pe-
riods of emergency, as determined by the Direc-
tor. 

(b) Eligible individuals 

An individual may participate in the National 
Intelligence Reserve Corps only if the individual 
previously served as a full time employee of an 
element of the intelligence community. 

(c) Terms of participation 

The Director of National Intelligence shall 
prescribe the terms and conditions under which 
eligible individuals may participate in the Na-
tional Intelligence Reserve Corps. 

(d) Expenses 

The Director of National Intelligence may pro-
vide members of the National Intelligence Re-
serve Corps transportation and per diem in lieu 
of subsistence for purposes of participating in 
any training that relates to service as a member 
of the Reserve Corps. 

(e) Treatment of annuitants 

(1) If an annuitant receiving an annuity from 
the Civil Service Retirement and Disability 
Fund becomes temporarily reemployed pursuant 
to this section, such annuity shall not be discon-
tinued thereby. 

(2) An annuitant so reemployed shall not be 
considered an employee for the purposes of chap-
ter 83 or 84 of title 5. 

(f) Treatment under Office of Director of Na-
tional Intelligence personnel ceiling 

A member of the National Intelligence Re-
serve Corps who is reemployed on a temporary 
basis pursuant to this section shall not count 
against any personnel ceiling applicable to the 
Office of the Director of National Intelligence. 

(Pub. L. 108–458, title I, § 1053, Dec. 17, 2004, 118 
Stat. 3683.) 

CODIFICATION 

Section was formerly classified to section 403–1c of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

§ 3322. Additional education and training re-
quirements 

(a) Findings 

Congress makes the following findings: 
(1) Foreign language education is essential 

for the development of a highly-skilled work-
force for the intelligence community. 

(2) Since September 11, 2001, the need for 
language proficiency levels to meet required 
national security functions has been raised, 
and the ability to comprehend and articulate 
technical and scientific information in foreign 
languages has become critical. 

(b) Linguistic requirements 

(1) The Director of National Intelligence 
shall— 

(A) identify the linguistic requirements for 
the Office of the Director of National Intel-
ligence; 

(B) identify specific requirements for the 
range of linguistic skills necessary for the in-
telligence community, including proficiency 
in scientific and technical vocabularies of crit-
ical foreign languages; and 

(C) develop a comprehensive plan for the Of-
fice to meet such requirements through the 
education, recruitment, and training of lin-
guists. 

(2) In carrying out activities under paragraph 
(1), the Director shall take into account edu-
cation grant programs of the Department of De-
fense and the Department of Education that are 
in existence as of December 17, 2004. 

(c) Professional intelligence training 

The Director of National Intelligence shall re-
quire the head of each element and component 
within the Office of the Director of National In-
telligence who has responsibility for profes-
sional intelligence training to periodically re-
view and revise the curriculum for the profes-
sional intelligence training of the senior and in-
termediate level personnel of such element or 
component in order to— 
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(1) strengthen the focus of such curriculum 
on the integration of intelligence collection 
and analysis throughout the Office; and 

(2) prepare such personnel for duty with 
other departments, agencies, and elements of 
the intelligence community. 

(Pub. L. 108–458, title I, § 1041, Dec. 17, 2004, 118 
Stat. 3678; Pub. L. 112–87, title III, § 311(a), Jan. 
3, 2012, 125 Stat. 1886.) 

CODIFICATION 

Section was formerly classified to section 403–1b of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2012—Subsec. (b)(3), (4). Pub. L. 112–87 struck out pars. 

(3) and (4) which read as follows: 

‘‘(3) Not later than one year after December 17, 2004, 

and annually thereafter, the Director shall submit to 

Congress a report on the requirements identified under 

paragraph (1), including the success of the Office of the 

Director of National Intelligence in meeting such re-

quirements. Each report shall notify Congress of any 

additional resources determined by the Director to be 

required to meet such requirements. 

‘‘(4) Each report under paragraph (3) shall be in un-

classified form, but may include a classified annex.’’ 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 

Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

PILOT PROJECT ON CIVILIAN LINGUIST RESERVE CORPS 

Pub. L. 109–364, div. A, title IX, § 944(a)(1), Oct. 17, 

2006, 120 Stat. 2366, transferred administration of pilot 

project on establishment of Civilian Linguist Reserve 

Corps required by section 613 of the Intelligence Au-

thorization Act for Fiscal Year 2005 [Pub. L. 108–487, 

formerly set out as a note below] from Director of Na-

tional Intelligence to Secretary of Defense. 

Pub. L. 109–163, div. A, title XI, § 1124, Jan. 6, 2006, 119 

Stat. 3454, authorized Secretary of Defense to support 

implementation of Civilian Linguist Reserve Corps 

pilot project authorized by section 613 of the Intel-

ligence Authorization Act for Fiscal Year 2005 [Pub. L. 

108–487, formerly set out as a note below], subject to 

availability of appropriated funds. 

Pub. L. 108–487, title VI, § 613, Dec. 23, 2004, 118 Stat. 

3959, as amended by Pub. L. 109–364, div. A, title IX, 

§ 944(a)(2), (b)–(e), Oct. 17, 2006, 120 Stat. 2366, provided 

that Secretary of Defense, in coordination with Direc-

tor of National Intelligence, shall conduct five-year 

pilot project to assess feasibility and advisability of es-

tablishing Civilian Linguist Reserve Corps comprised of 

United States citizens with advanced levels of pro-

ficiency in foreign languages who would be available 

upon the call of the Secretary to perform such service 

or duties with respect to such foreign languages in the 

intelligence community as the Secretary may specify 

and provided that the Secretary shall submit final re-

port on project to Congress six months after comple-

tion of project. 

§ 3323. Eligibility for incentive awards 

(a) Scope of authority with respect to Federal 
employees and members of Armed Forces 

The Director of Central Intelligence may exer-
cise the authority granted in section 4503 of title 

5, with respect to Federal employees and mem-
bers of the Armed Forces detailed or assigned to 
the Central Intelligence Agency or to the Intel-
ligence Community Staff, in the same manner 
as such authority may be exercised with respect 
to the personnel of the Central Intelligence 
Agency and the Intelligence Community Staff. 

(b) Time for exercise of authority 

The authority granted by subsection (a) of this 
section may be exercised with respect to Federal 
employees or members of the Armed Forces de-
tailed or assigned to the Central Intelligence 
Agency or to the Intelligence Community Staff 
on or after a date five years before December 9, 
1983. 

(c) Exercise of authority with respect to mem-
bers of Armed Forces assigned to foreign in-
telligence duties 

During fiscal year 1987, the Director of Central 
Intelligence may exercise the authority granted 
in section 4503(2) of title 5 with respect to mem-
bers of the Armed Forces who are assigned to 
foreign intelligence duties at the time of the 
conduct which gives rise to the exercise of such 
authority. 

(d) Payment and acceptance of award 

An award made by the Director of Central In-
telligence to an employee or member of the 
Armed Forces under the authority of section 
4503 of title 5 or this section may be paid and ac-
cepted notwithstanding— 

(1) section 5536 of title 5; and 
(2) the death, separation, or retirement of 

the employee or the member of the Armed 
Forces whose conduct gave rise to the award, 
or the assignment of such member to duties 
other than foreign intelligence duties. 

(Pub. L. 98–215, title IV, § 402, Dec. 9, 1983, 97 
Stat. 1477; Pub. L. 99–569, title V, § 503, Oct. 27, 
1986, 100 Stat. 3198.) 

CODIFICATION 

Section was formerly classified to section 403e–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

1986—Subsecs. (c), (d). Pub. L. 99–569 added subsecs. 

(c) and (d). 

CHANGE OF NAME 

Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title. 

§ 3324. Prohibition on using journalists as agents 
or assets 

(a) Policy 

It is the policy of the United States that an 
element of the Intelligence Community may not 
use as an agent or asset for the purposes of col-
lecting intelligence any individual who— 
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(1) is authorized by contract or by the issu-
ance of press credentials to represent himself 
or herself, either in the United States or 
abroad, as a correspondent of a United States 
news media organization; or 

(2) is officially recognized by a foreign gov-
ernment as a representative of a United States 
media organization. 

(b) Waiver 

Pursuant to such procedures as the President 
may prescribe, the President or the Director of 
Central Intelligence may waive subsection (a) of 
this section in the case of an individual if the 
President or the Director, as the case may be, 
makes a written determination that the waiver 
is necessary to address the overriding national 
security interest of the United States. The Per-
manent Select Committee on Intelligence of the 
House of Representatives and the Select Com-
mittee on Intelligence of the Senate shall be no-
tified of any waiver under this subsection. 

(c) Voluntary cooperation 

Subsection (a) of this section shall not be con-
strued to prohibit the voluntary cooperation of 
any person who is aware that the cooperation is 
being provided to an element of the United 
States Intelligence Community. 

(Pub. L. 104–293, title III, § 309, Oct. 11, 1996, 110 
Stat. 3467.) 

CODIFICATION 

Section was formerly classified to section 403–7 of 

this title prior to editorial reclassification and renum-

bering as this section. 

CHANGE OF NAME 

Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title. 

§ 3325. Reaffirmation of longstanding prohibition 
against drug trafficking by employees of the 
intelligence community 

(a) Finding 

Congress finds that longstanding statutes, reg-
ulations, and policies of the United States pro-
hibit employees, agents, and assets of the ele-
ments of the intelligence community, and of 
every other Federal department and agency, 
from engaging in the illegal manufacture, pur-
chase, sale, transport, and distribution of drugs. 

(b) Obligation of employees of intelligence com-
munity 

Any employee of the intelligence community 
having knowledge of a fact or circumstance that 
reasonably indicates that an employee, agent, or 
asset of an element of the intelligence commu-
nity is involved in any activity that violates a 
statute, regulation, or policy described in sub-
section (a) of this section shall report such 
knowledge to an appropriate official. 

(c) Intelligence community defined 

In this section, the term ‘‘intelligence commu-
nity’’ has the meaning given that term in sec-
tion 3003(4) of this title. 

(Pub. L. 106–120, title III, § 313, Dec. 3, 1999, 113 
Stat. 1615.) 

CODIFICATION 

Section was formerly classified to section 403–8 of 

this title prior to editorial reclassification and renum-

bering as this section. 

§ 3326. Limitation of expenditure of funds appro-
priated for Department of Defense intel-
ligence programs 

During the current fiscal year and hereafter, 
none of the funds appropriated for intelligence 
programs to the Department of Defense which 
are transferred to another Federal agency for 
execution shall be expended by the Department 
of Defense in any fiscal year in excess of 
amounts required for expenditure during such 
fiscal year by the Federal agency to which such 
funds are transferred. 

(Pub. L. 102–172, title VIII, § 8089, Nov. 26, 1991, 
105 Stat. 1193.) 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 414 of this title prior to editorial reclassification 

as this section. 

§ 3327. Limitation on transfer of funds between 
CIA and Department of Defense; congres-
sional notification required 

During the current fiscal year and thereafter, 
no funds may be made available through trans-
fer, reprogramming, or other means between the 
Central Intelligence Agency and the Department 
of Defense for any intelligence or special activ-
ity different from that previously justified to 
the Congress unless the Director of Central In-
telligence or the Secretary of Defense has noti-
fied the House and Senate Appropriations Com-
mittees of the intent to make such funds avail-
able for such activity. 

(Pub. L. 103–139, title VIII, § 8107, Nov. 11, 1993, 
107 Stat. 1464.) 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 414 of this title prior to editorial reclassification 

as this section. 

CHANGE OF NAME 

Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title. 

SIMILAR PROVISIONS 

Provisions similar to those in this section were con-

tained in the following prior appropriation acts: 

Pub. L. 102–396, title IX, § 9014, Oct. 6, 1992, 106 Stat. 

1903. 



Page 596 TITLE 50—WAR AND NATIONAL DEFENSE § 3328 

Pub. L. 102–172, title VIII, § 8014, Nov. 26, 1991, 105 

Stat. 1174. 

Pub. L. 101–511, title VIII, § 8015, Nov. 5, 1990, 104 Stat. 

1878. 

Pub. L. 101–165, title IX, § 9022, Nov. 21, 1989, 103 Stat. 

1134. 

Pub. L. 100–463, title VIII, § 8035, Oct. 1, 1988, 102 Stat. 

2270–23. 

Pub. L. 100–202, § 101(b) [title VIII, § 8037], Dec. 22, 1987, 

101 Stat. 1329–43, 1329–68. 

§ 3328. Study or plan of surrender; use of appro-
priations 

No part of the funds appropriated in any act 
shall be used to pay (1) any person, firm, or cor-
poration, or any combinations of persons, firms, 
or corporations, to conduct a study or to plan 
when and how or in what circumstances the 
Government of the United States should surren-
der this country and its people to any foreign 
power, (2) the salary or compensation of any em-
ployee or official of the Government of the 
United States who proposes or contracts or who 
has entered into contracts for the making of 
studies or plans for the surrender by the Govern-
ment of the United States of this country and 
its people to any foreign power in any event or 
under any circumstances. 

(Pub. L. 85–766, ch. XVI, § 1602, Aug. 27, 1958, 72 
Stat. 884.) 

CODIFICATION 

Section was formerly classified to section 407 of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3329. Intelligence community contracting 

(a) In general 

The Director of National Intelligence shall di-
rect that elements of the intelligence commu-
nity, whenever compatible with the national se-
curity interests of the United States and con-
sistent with the operational and security con-
cerns related to the conduct of intelligence ac-
tivities, and where fiscally sound, shall award 
contracts in a manner that would maximize the 
procurement of products in the United States. 

(b) Intelligence community defined 

In this section, the term ‘‘intelligence commu-
nity’’ has the meaning given that term in sec-
tion 3003(4) of this title. 

(Pub. L. 102–183, title IV, § 403, Dec. 4, 1991, 105 
Stat. 1267; Pub. L. 111–259, title VIII, § 810, Oct. 7, 
2010, 124 Stat. 2750.) 

CODIFICATION 

Section was formerly classified to section 403–2 of 

this title prior to editorial reclassification and renum-

bering as this section. 

PRIOR PROVISIONS 

Provisions similar to those in this section were con-

tained in the following prior authorization act: Pub. L. 

102–88, title IV, § 404, Aug. 14, 1991, 105 Stat. 434. 

AMENDMENTS 

2010—Pub. L. 111–259 added subsec. (b), designated ex-

isting provisions as subsec. (a), inserted heading, sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ and ‘‘intelligence commu-

nity’’ for ‘‘Intelligence Community’’, and struck out at 

end ‘‘For purposes of this provision, the term ‘Intel-

ligence Community’ has the same meaning as set forth 

in paragraph 3.4(f) of Executive Order 12333, dated De-

cember 4, 1981, or successor orders.’’ 

ENHANCED PROCUREMENT AUTHORITY TO MANAGE 

SUPPLY CHAIN RISK 

Pub. L. 112–87, title III, § 309, Jan. 3, 2012, 125 Stat. 

1883, provided that: 
‘‘(a) DEFINITIONS.—In this section: 

‘‘(1) COVERED AGENCY.—The term ‘covered agency’ 

means any element of the intelligence community 

other than an element within the Department of De-

fense. 
‘‘(2) COVERED ITEM OF SUPPLY.—The term ‘covered 

item of supply’ means an item of information tech-

nology (as that term is defined in section 11101 of 

title 40, United States Code) that is purchased for in-

clusion in a covered system, and the loss of integrity 

of which could result in a supply chain risk for a cov-

ered system. 
‘‘(3) COVERED PROCUREMENT.—The term ‘covered 

procurement’ means— 
‘‘(A) a source selection for a covered system or a 

covered item of supply involving either a perform-

ance specification, as provided in section 

3306(a)(3)(B) of title 41, United States Code, or an 

evaluation factor, as provided in section 3306(b)(1) 

of such title, relating to supply chain risk; 
‘‘(B) the consideration of proposals for and issu-

ance of a task or delivery order for a covered sys-

tem or a covered item of supply, as provided in sec-

tion 4106(d)(3) of title 41, United States Code, where 

the task or delivery order contract concerned in-

cludes a contract clause establishing a requirement 

relating to supply chain risk; or 
‘‘(C) any contract action involving a contract for 

a covered system or a covered item of supply where 

such contract includes a clause establishing re-

quirements relating to supply chain risk. 
‘‘(4) COVERED PROCUREMENT ACTION.—The term ‘cov-

ered procurement action’ means any of the following 

actions, if the action takes place in the course of con-

ducting a covered procurement: 
‘‘(A) The exclusion of a source that fails to meet 

qualifications standards established in accordance 

with the requirements of section 3311 of title 41, 

United States Code, for the purpose of reducing sup-

ply chain risk in the acquisition of covered sys-

tems. 
‘‘(B) The exclusion of a source that fails to 

achieve an acceptable rating with regard to an eval-

uation factor providing for the consideration of 

supply chain risk in the evaluation of proposals for 

the award of a contract or the issuance of a task or 

delivery order. 
‘‘(C) The decision to withhold consent for a con-

tractor to subcontract with a particular source or 

to direct a contractor for a covered system to ex-

clude a particular source from consideration for a 

subcontract under the contract. 
‘‘(5) COVERED SYSTEM.—The term ‘covered system’ 

means a national security system, as that term is de-

fined in [former] section 3542(b) of title 44, United 

States Code [see now 44 U.S.C. 3552(b)]. 
‘‘(6) SUPPLY CHAIN RISK.—The term ‘supply chain 

risk’ means the risk that an adversary may sabotage, 

maliciously introduce unwanted function, or other-

wise subvert the design, integrity, manufacturing, 

production, distribution, installation, operation, or 

maintenance of a covered system so as to surveil, 

deny, disrupt, or otherwise degrade the function, use, 

or operation of such system. 
‘‘(b) AUTHORITY.—Subject to subsection (c) and in 

consultation with the Director of National Intel-

ligence, the head of a covered agency may, in conduct-

ing intelligence and intelligence-related activities— 
‘‘(1) carry out a covered procurement action; and 
‘‘(2) limit, notwithstanding any other provision of 

law, in whole or in part, the disclosure of information 
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relating to the basis for carrying out a covered pro-

curement action. 

‘‘(c) DETERMINATION AND NOTIFICATION.—The head of a 

covered agency may exercise the authority provided in 

subsection (b) only after— 

‘‘(1) any appropriate consultation with procurement 

or other relevant officials of the covered agency; 

‘‘(2) making a determination in writing, which may 

be in classified form, that— 

‘‘(A) use of the authority in subsection (b)(1) is 

necessary to protect national security by reducing 

supply chain risk; 

‘‘(B) less intrusive measures are not reasonably 

available to reduce such supply chain risk; and 

‘‘(C) in a case where the head of the covered agen-

cy plans to limit disclosure of information under 

subsection (b)(2), the risk to national security due 

to the disclosure of such information outweighs the 

risk due to not disclosing such information; 

‘‘(3) notifying the Director of National Intelligence 

that there is a significant supply chain risk to the 

covered system concerned, unless the head of the cov-

ered agency making the determination is the Direc-

tor of National Intelligence; and 

‘‘(4) providing a notice, which may be in classified 

form, of the determination made under paragraph (2) 

to the congressional intelligence committees that in-

cludes a summary of the basis for the determination, 

including a discussion of less intrusive measures that 

were considered and why they were not reasonably 

available to reduce supply chain risk. 

‘‘(d) DELEGATION.—The head of a covered agency may 

not delegate the authority provided in subsection (b) or 

the responsibility to make a determination under sub-

section (c) to an official below the level of the service 

acquisition executive for the agency concerned. 

‘‘(e) SAVINGS.—The authority under this section is in 

addition to any other authority under any other provi-

sion of law. The authority under this section shall not 

be construed to alter or effect the exercise of any other 

provision of law. 

‘‘(f) EFFECTIVE DATE.—The requirements of this sec-

tion shall take effect on the date that is 180 days after 

the date of the enactment of this Act [Jan. 3, 2012] and 

shall apply to contracts that are awarded on or after 

such date. 

‘‘(g) SUNSET.—The authority provided in this section 

shall expire on the date that section 806 of the Ike 

Skelton National Defense Authorization Act for Fiscal 

Year 2011 (Public Law 111–383; 10 U.S.C. 2304 note) ex-

pires.’’ 

[For definitions of ‘‘intelligence community’’ and 

‘‘congressional intelligence committees’’ as used in sec-

tion 309 of Pub. L. 112–87, set out above, see section 2 

of Pub. L. 112–87, set out as a note under section 3003 of 

this title.] 

§ 3330. Reports to the intelligence community on 
penetrations of networks and information 
systems of certain contractors 

(a) Procedures for reporting penetrations 

The Director of National Intelligence shall es-
tablish procedures that require each cleared in-
telligence contractor to report to an element of 
the intelligence community designated by the 
Director for purposes of such procedures when a 
network or information system of such contrac-
tor that meets the criteria established pursuant 
to subsection (b) is successfully penetrated. 

(b) Networks and information systems subject to 
reporting 

The Director of National Intelligence shall, in 
consultation with appropriate officials, estab-
lish criteria for covered networks to be subject 
to the procedures for reporting system penetra-
tions under subsection (a). 

(c) Procedure requirements 

(1) Rapid reporting 

The procedures established pursuant to sub-
section (a) shall require each cleared intel-
ligence contractor to rapidly report to an ele-
ment of the intelligence community des-
ignated pursuant to subsection (a) of each suc-
cessful penetration of the network or informa-
tion systems of such contractor that meet the 
criteria established pursuant to subsection (b). 
Each such report shall include the following: 

(A) A description of the technique or 
method used in such penetration. 

(B) A sample of the malicious software, if 
discovered and isolated by the contractor, 
involved in such penetration. 

(C) A summary of information created by 
or for such element in connection with any 
program of such element that has been po-
tentially compromised due to such penetra-
tion. 

(2) Access to equipment and information by in-
telligence community personnel 

The procedures established pursuant to sub-
section (a) shall— 

(A) include mechanisms for intelligence 
community personnel to, upon request, ob-
tain access to equipment or information of a 
cleared intelligence contractor necessary to 
conduct forensic analysis in addition to any 
analysis conducted by such contractor; 

(B) provide that a cleared intelligence con-
tractor is only required to provide access to 
equipment or information as described in 
subparagraph (A) to determine whether in-
formation created by or for an element of 
the intelligence community in connection 
with any intelligence community program 
was successfully exfiltrated from a network 
or information system of such contractor 
and, if so, what information was exfiltrated; 
and 

(C) provide for the reasonable protection of 
trade secrets, commercial or financial infor-
mation, and information that can be used to 
identify a specific person (other than the 
name of the suspected perpetrator of the 
penetration). 

(3) Limitation on dissemination of certain in-
formation 

The procedures established pursuant to sub-
section (a) shall prohibit the dissemination 
outside the intelligence community of infor-
mation obtained or derived through such pro-
cedures that is not created by or for the intel-
ligence community except— 

(A) with the approval of the contractor 
providing such information; 

(B) to the congressional intelligence com-
mittees or the Subcommittees on Defense of 
the Committees on Appropriations of the 
House of Representatives and the Senate for 
such committees and such Subcommittees 
to perform oversight; or 

(C) to law enforcement agencies to inves-
tigate a penetration reported under this sec-
tion. 
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(d) Issuance of procedures and establishment of 
criteria 

(1) In general 

Not later than 90 days after July 7, 2014, the 
Director of National Intelligence shall estab-
lish the procedures required under subsection 
(a) and the criteria required under subsection 
(b). 

(2) Applicability date 

The requirements of this section shall apply 
on the date on which the Director of National 
Intelligence establishes the procedures re-
quired under this section. 

(e) Coordination with the Secretary of Defense to 
prevent duplicate reporting 

Not later than 180 days after July 7, 2014, the 
Director of National Intelligence and the Sec-
retary of Defense shall establish procedures to 
permit a contractor that is a cleared intel-
ligence contractor and a cleared defense con-
tractor under section 941 of the National Defense 
Authorization Act for Fiscal Year 2013 (Public 
Law 112–239; 10 U.S.C. 2224 note) to submit a sin-
gle report that satisfies the requirements of this 
section and such section 941 for an incident of 
penetration of network or information system. 

(f) Definitions 

In this section: 

(1) Cleared intelligence contractor 

The term ‘‘cleared intelligence contractor’’ 
means a private entity granted clearance by 
the Director of National Intelligence or the 
head of an element of the intelligence commu-
nity to access, receive, or store classified in-
formation for the purpose of bidding for a con-
tract or conducting activities in support of 
any program of an element of the intelligence 
community. 

(2) Covered network 

The term ‘‘covered network’’ means a net-
work or information system of a cleared intel-
ligence contractor that contains or processes 
information created by or for an element of 
the intelligence community with respect to 
which such contractor is required to apply en-
hanced protection. 

(g) Savings clauses 

Nothing in this section shall be construed to 
alter or limit any otherwise authorized access 
by government personnel to networks or infor-
mation systems owned or operated by a contrac-
tor that processes or stores government data. 

(Pub. L. 113–126, title III, § 325, July 7, 2014, 128 
Stat. 1402.) 

DEFINITIONS 

For definitions of ‘‘intelligence community’’ and 

‘‘congressional intelligence committees’’, referred to in 

text, see section 2 of Pub. L. 113–126, set out as a note 

under section 3003 of this title. 

SUBCHAPTER III—SECURITY CLEARANCES 
AND CLASSIFIED INFORMATION 

§ 3341. Security clearances 

(a) Definitions 

In this section: 

(1) The term ‘‘agency’’ means— 
(A) an executive agency (as that term is 

defined in section 105 of title 5); 
(B) a military department (as that term is 

defined in section 102 of title 5); and 
(C) an element of the intelligence commu-

nity. 

(2) The term ‘‘authorized investigative agen-
cy’’ means an agency designated by the head 
of the agency selected pursuant to subsection 
(b) of this section to conduct a counter-
intelligence investigation or investigation of 
persons who are proposed for access to classi-
fied information to ascertain whether such 
persons satisfy the criteria for obtaining and 
retaining access to such information. 

(3) The term ‘‘authorized adjudicative agen-
cy’’ means an agency authorized by law, regu-
lation, or direction of the Director of National 
Intelligence to determine eligibility for access 
to classified information in accordance with 
Executive Order 12968. 

(4) The term ‘‘highly sensitive program’’ 
means— 

(A) a government program designated as a 
Special Access Program (as that term is de-
fined in section 4.1(h) of Executive Order 
12958 or any successor Executive order); or 

(B) a government program that applies re-
strictions required for— 

(i) restricted data (as that term is de-
fined in section 2014(y) of title 42; 1 or 

(ii) other information commonly referred 
to as ‘‘sensitive compartmented informa-
tion’’. 

(5) The term ‘‘current investigation file’’ 
means, with respect to a security clearance, a 
file on an investigation or adjudication that 
has been conducted during— 

(A) the 5-year period beginning on the date 
the security clearance was granted, in the 
case of a Top Secret Clearance, or the date 
access was granted to a highly sensitive pro-
gram; 

(B) the 10-year period beginning on the 
date the security clearance was granted in 
the case of a Secret Clearance; and 

(C) the 15-year period beginning on the 
date the security clearance was granted in 
the case of a Confidential Clearance. 

(6) The term ‘‘personnel security investiga-
tion’’ means any investigation required for the 
purpose of determining the eligibility of any 
military, civilian, or government contractor 
personnel to access classified information. 

(7) The term ‘‘periodic reinvestigations’’ 
means investigations conducted for the pur-
pose of updating a previously completed back-
ground investigation— 

(A) every 5 years in the case of a top secret 
clearance or access to a highly sensitive pro-
gram; 

(B) every 10 years in the case of a secret 
clearance; or 

(C) every 15 years in the case of a Con-
fidential Clearance. 

(8) The term ‘‘appropriate committees of 
Congress’’ means— 
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(A) the Permanent Select Committee on 
Intelligence and the Committees on Armed 
Services, Homeland Security, Government 
Reform, and the Judiciary of the House of 
Representatives; and 

(B) the Select Committee on Intelligence 
and the Committees on Armed Services, 
Homeland Security and Governmental Af-
fairs, and the Judiciary of the Senate. 

(9) ACCESS DETERMINATION.—The term ‘‘ac-
cess determination’’ means the determination 
regarding whether an employee— 

(A) is eligible for access to classified infor-
mation in accordance with Executive Order 
12968 (60 Fed. Reg. 40245; relating to access to 
classified information), or any successor 
thereto, and Executive Order 10865 (25 Fed. 
Reg. 1583; relating to safeguarding classified 
information with 2 industry), or any succes-
sor thereto; and 

(B) possesses a need to know under such an 
Order. 

(b) Selection of entity 

Except as otherwise provided, not later than 90 
days after December 17, 2004, the President shall 
select a single department, agency, or element 
of the executive branch to be responsible for— 

(1) directing day-to-day oversight of inves-
tigations and adjudications for personnel secu-
rity clearances, including for highly sensitive 
programs, throughout the United States Gov-
ernment; 

(2) developing and implementing uniform 
and consistent policies and procedures to en-
sure the effective, efficient, and timely com-
pletion of security clearances and determina-
tions for access to highly sensitive programs, 
including the standardization of security ques-
tionnaires, financial disclosure requirements 
for security clearance applicants, and poly-
graph policies and procedures; 

(3) serving as the final authority to des-
ignate an authorized investigative agency or 
authorized adjudicative agency; 

(4) ensuring reciprocal recognition of access 
to classified information among the agencies 
of the United States Government, including 
acting as the final authority to arbitrate and 
resolve disputes involving the reciprocity of 
security clearances and access to highly sen-
sitive programs pursuant to subsection (d) of 
this section; 

(5) ensuring, to the maximum extent prac-
ticable, that sufficient resources are available 
in each agency to achieve clearance and inves-
tigative program goals; 

(6) reviewing and coordinating the develop-
ment of tools and techniques for enhancing 
the conduct of investigations and granting of 
clearances; and 

(7) not later than 180 days after July 7, 2014, 
and consistent with subsection (j)— 

(A) developing policies and procedures that 
permit, to the extent practicable, individ-
uals alleging reprisal for having made a pro-
tected disclosure (provided the individual 
does not disclose classified information or 
other information contrary to law) to appeal 

any action affecting an employee’s access to 
classified information and to retain their 
government employment status while such 
challenge is pending; and 

(B) developing and implementing uniform 
and consistent policies and procedures to en-
sure proper protections during the process 
for denying, suspending, or revoking a secu-
rity clearance or access to classified infor-
mation following a protected disclosure, in-
cluding the ability to appeal such a denial, 
suspension, or revocation, except that there 
shall be no appeal of an agency’s suspension 
of a security clearance or access determina-
tion for purposes of conducting an investiga-
tion, if that suspension lasts no longer than 
1 year or the head of the agency or a des-
ignee of the head of the agency certifies that 
a longer suspension is needed before a final 
decision on denial or revocation to prevent 
imminent harm to the national security. 

(c) Performance of security clearance investiga-
tions 

(1) Notwithstanding any other provision of 
law, not later than 180 days after December 17, 
2004, the President shall, in consultation with 
the head of the entity selected pursuant to sub-
section (b) of this section, select a single agency 
of the executive branch to conduct, to the maxi-
mum extent practicable, security clearance in-
vestigations of employees and contractor per-
sonnel of the United States Government who re-
quire access to classified information and to 
provide and maintain all security clearances of 
such employees and contractor personnel. The 
head of the entity selected pursuant to sub-
section (b) of this section may designate other 
agencies to conduct such investigations if the 
head of the entity selected pursuant to sub-
section (b) of this section considers it appro-
priate for national security and efficiency pur-
poses. 

(2) The agency selected under paragraph (1) 
shall— 

(A) take all necessary actions to carry out 
the requirements of this section, including en-
tering into a memorandum of understanding 
with any agency carrying out responsibilities 
relating to security clearances or security 
clearance investigations before December 17, 
2004; 

(B) as soon as practicable, integrate report-
ing of security clearance applications, secu-
rity clearance investigations, and determina-
tions of eligibility for security clearances, 
with the database required by subsection (e) of 
this section; and 

(C) ensure that security clearance investiga-
tions are conducted in accordance with uni-
form standards and requirements established 
under subsection (b) of this section, including 
uniform security questionnaires and financial 
disclosure requirements. 

(d) Reciprocity of security clearance and access 
determinations 

(1) All security clearance background inves-
tigations and determinations completed by an 
authorized investigative agency or authorized 
adjudicative agency shall be accepted by all 
agencies. 
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(2) All security clearance background inves-
tigations initiated by an authorized investiga-
tive agency shall be transferable to any other 
authorized investigative agency. 

(3)(A) An authorized investigative agency or 
authorized adjudicative agency may not estab-
lish additional investigative or adjudicative re-
quirements (other than requirements for the 
conduct of a polygraph examination) that ex-
ceed requirements specified in Executive Orders 
establishing security requirements for access to 
classified information without the approval of 
the head of the entity selected pursuant to sub-
section (b) of this section. 

(B) Notwithstanding subparagraph (A), the 
head of the entity selected pursuant to sub-
section (b) of this section may establish such ad-
ditional requirements as the head of such entity 
considers necessary for national security pur-
poses. 

(4) An authorized investigative agency or au-
thorized adjudicative agency may not conduct 
an investigation for purposes of determining 
whether to grant a security clearance to an indi-
vidual where a current investigation or clear-
ance of equal level already exists or has been 
granted by another authorized adjudicative 
agency. 

(5) The head of the entity selected pursuant to 
subsection (b) of this section may disallow the 
reciprocal recognition of an individual security 
clearance by an agency under this section on a 
case-by-case basis if the head of the entity se-
lected pursuant to subsection (b) of this section 
determines that such action is necessary for na-
tional security purposes. 

(6) The head of the entity selected pursuant to 
subsection (b) of this section shall establish a 
review procedure by which agencies can seek re-
view of actions required under this section. 

(e) Database on security clearances 

(1) Not later than 12 months after December 
17, 2004, the Director of the Office of Personnel 
Management shall, in cooperation with the 
heads of the entities selected pursuant to sub-
sections (b) and (c) of this section, establish and 
commence operating and maintaining an inte-
grated, secure, database into which appropriate 
data relevant to the granting, denial, or revoca-
tion of a security clearance or access pertaining 
to military, civilian, or government contractor 
personnel shall be entered from all authorized 
investigative and adjudicative agencies. 

(2) The database under this subsection shall 
function to integrate information from existing 
Federal clearance tracking systems from other 
authorized investigative and adjudicative agen-
cies into a single consolidated database. 

(3) Each authorized investigative or adjudica-
tive agency shall check the database under this 
subsection to determine whether an individual 
the agency has identified as requiring a security 
clearance has already been granted or denied a 
security clearance, or has had a security clear-
ance revoked, by any other authorized inves-
tigative or adjudicative agency. 

(4) The head of the entity selected pursuant to 
subsection (b) of this section shall evaluate the 
extent to which an agency is submitting infor-
mation to, and requesting information from, the 

database under this subsection as part of a de-
termination of whether to certify the agency as 
an authorized investigative agency or author-
ized adjudicative agency. 

(5) The head of the entity selected pursuant to 
subsection (b) of this section may authorize an 
agency to withhold information about certain 
individuals from the database under this sub-
section if the head of the entity considers it nec-
essary for national security purposes. 

(f) Evaluation of use of available technology in 
clearance investigations and adjudications 

(1) The head of the entity selected pursuant to 
subsection (b) of this section shall evaluate the 
use of available information technology and 
databases to expedite investigative and adju-
dicative processes for all and to verify standard 
information submitted as part of an application 
for a security clearance. 

(2) The evaluation shall assess the application 
of the technologies described in paragraph (1) 
for— 

(A) granting interim clearances to appli-
cants at the secret, top secret, and special ac-
cess program levels before the completion of 
the appropriate full investigation; 

(B) expediting investigations and adjudica-
tions of security clearances, including ver-
ification of information submitted by the ap-
plicant; 

(C) ongoing verification of suitability of per-
sonnel with security clearances in effect for 
continued access to classified information; 

(D) use of such technologies to augment 
periodic reinvestigations; 

(E) assessing the impact of the use of such 
technologies on the rights of applicants to ver-
ify, correct, or challenge information obtained 
through such technologies; and 

(F) such other purposes as the head of the 
entity selected pursuant to subsection (b) of 
this section considers appropriate. 

(3) An individual subject to verification utiliz-
ing the technology described in paragraph (1) 
shall be notified of such verification, shall pro-
vide consent to such use, and shall have access 
to data being verified in order to correct errors 
or challenge information the individual believes 
is incorrect. 

(4) Not later than one year after December 17, 
2004, the head of the entity selected pursuant to 
subsection (b) of this section shall submit to the 
President and the appropriate committees of 
Congress a report on the results of the evalua-
tion, including recommendations on the use of 
technologies described in paragraph (1). 

(g) Reduction in length of personnel security 
clearance process 

(1) The head of the entity selected pursuant to 
subsection (b) of this section shall, within 90 
days of selection under that subsection, develop, 
in consultation with the appropriate commit-
tees of Congress and each authorized adjudica-
tive agency, a plan to reduce the length of the 
personnel security clearance process. 

(2)(A) To the extent practical the plan under 
paragraph (1) shall require that each authorized 
adjudicative agency make a determination on at 
least 90 percent of all applications for a person-
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nel security clearance within an average of 60 
days after the date of receipt of the completed 
application for a security clearance by an au-
thorized investigative agency. Such 60-day aver-
age period shall include— 

(i) a period of not longer than 40 days to 
complete the investigative phase of the clear-
ance review; and 

(ii) a period of not longer than 20 days to 
complete the adjudicative phase of the clear-
ance review. 

(B) Determinations on clearances not made 
within 60 days shall be made without delay. 

(3)(A) The plan under paragraph (1) shall take 
effect 5 years after December 17, 2004. 

(B) During the period beginning on a date not 
later than 2 years after December 17, 2004, and 
ending on the date on which the plan under 
paragraph (1) takes effect, each authorized adju-
dicative agency shall make a determination on 
at least 80 percent of all applications for a per-
sonnel security clearance pursuant to this sec-
tion within an average of 120 days after the date 
of receipt of the application for a security clear-
ance by an authorized investigative agency. 
Such 120-day average period shall include— 

(i) a period of not longer than 90 days to 
complete the investigative phase of the clear-
ance review; and 

(ii) a period of not longer than 30 days to 
complete the adjudicative phase of the clear-
ance review. 

(h) Reports 

(1) Not later than February 15, 2006, and annu-
ally thereafter through 2011, the head of the en-
tity selected pursuant to subsection (b) of this 
section shall submit to the appropriate commit-
tees of Congress a report on the progress made 
during the preceding year toward meeting the 
requirements of this section. 

(2) Each report shall include, for the period 
covered by such report— 

(A) the periods of time required by the au-
thorized investigative agencies and authorized 
adjudicative agencies for conducting inves-
tigations, adjudicating cases, and granting 
clearances, from date of submission to ulti-
mate disposition and notification to the sub-
ject and the subject’s employer; 

(B) a discussion of any impediments to the 
smooth and timely functioning of the require-
ments of this section; and 

(C) such other information or recommenda-
tions as the head of the entity selected pursu-
ant to subsection (b) of this section considers 
appropriate. 

(i) Authorization of appropriations 

There is authorized to be appropriated such 
sums as may be necessary for fiscal year 2005 
and each fiscal year thereafter for the imple-
mentation, maintenance, and operation of the 
database required by subsection (e) of this sec-
tion. 

(j) Retaliatory revocation of security clearances 
and access determinations 

(1) In general 

Agency personnel with authority over per-
sonnel security clearance or access determina-

tions shall not take or fail to take, or threaten 
to take or fail to take, any action with respect 
to any employee’s security clearance or access 
determination in retaliation for— 

(A) any lawful disclosure of information to 
the Director of National Intelligence (or an 
employee designated by the Director of Na-
tional Intelligence for such purpose) or the 
head of the employing agency (or employee 
designated by the head of that agency for 
such purpose) by an employee that the em-
ployee reasonably believes evidences— 

(i) a violation of any Federal law, rule, 
or regulation; or 

(ii) gross mismanagement, a gross waste 
of funds, an abuse of authority, or a sub-
stantial and specific danger to public 
health or safety; 

(B) any lawful disclosure to the Inspector 
General of an agency or another employee 
designated by the head of the agency to re-
ceive such disclosures, of information which 
the employee reasonably believes evi-
dences— 

(i) a violation of any Federal law, rule, 
or regulation; or 

(ii) gross mismanagement, a gross waste 
of funds, an abuse of authority, or a sub-
stantial and specific danger to public 
health or safety; 

(C) any lawful disclosure that complies 
with— 

(i) subsections (a)(1), (d), and (h) of sec-
tion 8H of the Inspector General Act of 
1978 (5 U.S.C. App.); 

(ii) subparagraphs (A), (D), and (H) of 
section 3517(d)(5) of this title; or 

(iii) subparagraphs (A), (D), and (I) of 
section 3033(k)(5) of this title; and 

(D) if the actions do not result in the em-
ployee or applicant unlawfully disclosing in-
formation specifically required by Executive 
order to be kept classified in the interest of 
national defense or the conduct of foreign af-
fairs, any lawful disclosure in conjunction 
with— 

(i) the exercise of any appeal, complaint, 
or grievance right granted by any law, 
rule, or regulation; 

(ii) testimony for or otherwise lawfully 
assisting any individual in the exercise of 
any right referred to in clause (i); or 

(iii) cooperation with or disclosing infor-
mation to the Inspector General of an 
agency, in accordance with applicable pro-
visions of law in connection with an audit, 
inspection, or investigation conducted by 
the Inspector General. 

(2) Rule of construction 

Consistent with the protection of sources 
and methods, nothing in paragraph (1) shall be 
construed to authorize the withholding of in-
formation from Congress or the taking of any 
personnel action against an employee who 
lawfully discloses information to Congress. 

(3) Disclosures 

(A) In general 

A disclosure shall not be excluded from 
paragraph (1) because— 
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(i) the disclosure was made to a person, 
including a supervisor, who participated in 
an activity that the employee reasonably 
believed to be covered by paragraph 
(1)(A)(ii); 

(ii) the disclosure revealed information 
that had been previously disclosed; 

(iii) the disclosure was not made in writ-
ing; 

(iv) the disclosure was made while the 
employee was off duty; or 

(v) of the amount of time which has 
passed since the occurrence of the events 
described in the disclosure. 

(B) Reprisals 

If a disclosure is made during the normal 
course of duties of an employee, the disclo-
sure shall not be excluded from paragraph (1) 
if any employee who has authority to take, 
direct others to take, recommend, or ap-
prove any personnel action with respect to 
the employee making the disclosure, took, 
failed to take, or threatened to take or fail 
to take a personnel action with respect to 
that employee in reprisal for the disclosure. 

(4) Agency adjudication 

(A) Remedial procedure 

An employee or former employee who be-
lieves that he or she has been subjected to a 
reprisal prohibited by paragraph (1) may, 
within 90 days after the issuance of notice of 
such decision, appeal that decision within 
the agency of that employee or former em-
ployee through proceedings authorized by 
subsection (b)(7), except that there shall be 
no appeal of an agency’s suspension of a se-
curity clearance or access determination for 
purposes of conducting an investigation, if 
that suspension lasts not longer than 1 year 
(or a longer period in accordance with a cer-
tification made under subsection (b)(7)). 

(B) Corrective action 

If, in the course of proceedings authorized 
under subparagraph (A), it is determined 
that the adverse security clearance or access 
determination violated paragraph (1), the 
agency shall take specific corrective action 
to return the employee or former employee, 
as nearly as practicable and reasonable, to 
the position such employee or former em-
ployee would have held had the violation not 
occurred. Such corrective action may in-
clude back pay and related benefits, travel 
expenses, and compensatory damages not to 
exceed $300,000. 

(C) Contributing factor 

In determining whether the adverse secu-
rity clearance or access determination vio-
lated paragraph (1), the agency shall find 
that paragraph (1) was violated if a disclo-
sure described in paragraph (1) was a con-
tributing factor in the adverse security 
clearance or access determination taken 
against the individual, unless the agency 
demonstrates by a preponderance of the evi-
dence that it would have taken the same ac-
tion in the absence of such disclosure, giving 
the utmost deference to the agency’s assess-

ment of the particular threat to the national 
security interests of the United States in the 
instant matter. 

(5) Appellate review of security clearance ac-
cess determinations by Director of Na-
tional Intelligence 

(A) Appeal 

Within 60 days after receiving notice of an 
adverse final agency determination under a 
proceeding under paragraph (4), an employee 
or former employee may appeal that deter-
mination in accordance with the procedures 
established under subparagraph (B). 

(B) Policies and procedures 

The Director of National Intelligence, in 
consultation with the Attorney General and 
the Secretary of Defense, shall develop and 
implement policies and procedures for adju-
dicating the appeals authorized by subpara-
graph (A). 

(C) Congressional notification 

Consistent with the protection of sources 
and methods, at the time the Director of Na-
tional Intelligence issues an order regarding 
an appeal pursuant to the policies and proce-
dures established by this paragraph, the Di-
rector of National Intelligence shall notify 
the congressional intelligence committees. 

(6) Judicial review 

Nothing in this section shall be construed to 
permit or require judicial review of any— 

(A) agency action under this section; or 
(B) action of the appellate review proce-

dures established under paragraph (5). 

(7) Private cause of action 

Nothing in this section shall be construed to 
permit, authorize, or require a private cause of 
action to challenge the merits of a security 
clearance determination. 

(Pub. L. 108–458, title III, § 3001, Dec. 17, 2004, 118 
Stat. 3705; Pub. L. 113–126, title VI, § 602(a)(1), (b), 
(c), July 7, 2014, 128 Stat. 1416, 1417, 1419; Pub. L. 
113–293, title III, § 310, Dec. 19, 2014, 128 Stat. 
3999.) 

REFERENCES IN TEXT 

Executive Order 12968, referred to in subsec. (a)(3), 

(9)(A), is set out as a note under section 3161 of this 

title. 
Executive Order 12958, referred to in subsec. (a)(4)(A), 

which was formerly set out as a note under section 435 

(now section 3161) of this title, was revoked by Ex. Ord. 

No. 13526, § 6.2(g), Dec. 29, 2009, 75 F.R. 731. 
Executive Order 10865, referred to in subsec. (a)(9)(A), 

is set out as a note under section 3161 of this title. 
Section 8H of the Inspector General Act of 1978, re-

ferred to in subsec. (j)(1)(C)(i), is section 8H of Pub. L. 

95–452, which is set out in the Appendix to Title 5, Gov-

ernment Organization and Employees. 

CODIFICATION 

Section was formerly classified to section 435b of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2014—Subsec. (a)(9). Pub. L. 113–126, § 602(c), added par. 

(9). 
Subsec. (b). Pub. L. 113–126, § 602(a)(1)(A), substituted 

‘‘Except as otherwise provided, not’’ for ‘‘Not’’ in intro-

ductory provisions. 
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Subsec. (b)(7). Pub. L. 113–293, § 310(1), inserted ‘‘, and 

consistent with subsection (j)’’ after ‘‘2014’’ in introduc-

tory provisions. 

Pub. L. 113–126, § 602(a)(1)(B)–(D), added par. (7). 

Subsec. (b)(7)(A). Pub. L. 113–293, § 310(2), substituted 

‘‘alleging reprisal for having made a protected disclo-

sure (provided the individual does not disclose classi-

fied information or other information contrary to law) 

to appeal any action affecting an employee’s access to 

classified information’’ for ‘‘to appeal a determination 

to suspend or revoke a security clearance or access to 

classified information’’. 

Subsec. (b)(7)(B). Pub. L. 113–293, § 310(3), substituted 

‘‘information following a protected disclosure,’’ for ‘‘in-

formation,’’. 

Subsec. (j). Pub. L. 113–126, § 602(b), added subsec. (j). 

CHANGE OF NAME 

Committee on Government Reform of House of Rep-

resentatives changed to Committee on Oversight and 

Government Reform of House of Representatives by 

House Resolution No. 6, One Hundred Tenth Congress, 

Jan. 5, 2007. 

CONSTRUCTION 

Pub. L. 113–126, title VI, § 602(e), July 7, 2014, 128 Stat. 

1419, provided that: ‘‘Nothing in section 3001 of the In-

telligence Reform and Terrorism Prevention Act of 2004 

(50 U.S.C. 3341), as amended by this title, shall be con-

strued to require the repeal or replacement of agency 

appeal procedures implementing Executive Order 12968 

(60 Fed. Reg. 40245; relating to access to classified infor-

mation) [50 U.S.C. 3161 note], or any successor thereto, 

and Executive Order 10865 (25 Fed. Reg. 1583; relating to 

safeguarding classified information with[in] industry) 

[50 U.S.C. 3161 note], or any successor thereto, that 

meet the requirements of paragraph (7) of section 

3001(b) of such Act [50 U.S.C. 3341(b)(7)], as added by 

this section.’’ 

REQUIRED ELEMENTS OF POLICIES AND PROCEDURES 

Pub. L. 113–126, title VI, § 602(a)(2), July 7, 2014, 128 

Stat. 1416, provided that: ‘‘The policies and procedures 

for appeal developed under paragraph (7) of section 

3001(b) of the Intelligence Reform and Terrorism Pre-

vention Act of 2004 [50 U.S.C. 3341(b)(7)], as added by 

subsection (a), shall provide for the Inspector General 

of the Intelligence Community, or the inspector gen-

eral of the employing agency, to conduct fact-finding 

and report to the agency head or the designee of the 

agency head within 180 days unless the employee and 

the agency agree to an extension or the investigating 

inspector general determines in writing that a greater 

period of time is required. To the fullest extent pos-

sible, such fact-finding shall include an opportunity for 

the employee to present relevant evidence such as wit-

ness testimony.’’ 

EXISTING RIGHTS PRESERVED 

Pub. L. 113–126, title VI, § 602(d), July 7, 2014, 128 Stat. 

1419, provided that: ‘‘Nothing in this section [amending 

this section and enacting provisions set out as notes 

under this section] or the amendments made by this 

section shall be construed to preempt, preclude, or 

otherwise prevent an individual from exercising rights, 

remedies, or avenues of redress currently provided 

under any other law, regulation, or rule.’’ 

STRATEGY FOR SECURITY CLEARANCE RECIPROCITY 

Pub. L. 112–277, title III, § 306, Jan. 14, 2013, 126 Stat. 

2472, provided that: 

‘‘(a) STRATEGY.—The President shall develop a strat-

egy and a schedule for carrying out the requirements of 

section 3001(d) of the Intelligence Reform and Terror-

ism Prevention Act of 2004 (50 U.S.C. 435b(d)) [now 50 

U.S.C. 3341(d)]. Such strategy and schedule shall in-

clude— 

‘‘(1) a process for accomplishing the reciprocity re-

quired under such section for a security clearance is-

sued by a department or agency of the Federal Gov-

ernment, including reciprocity for security clear-

ances that are issued to both persons who are and 

who are not employees of the Federal Government; 

and 

‘‘(2) a description of the specific circumstances 

under which a department or agency of the Federal 

Government may not recognize a security clearance 

issued by another department or agency of the Fed-

eral Government. 

‘‘(b) CONGRESSIONAL NOTIFICATION.—Not later than 180 

days after the date of the enactment of this Act [Jan. 

14, 2013], the President shall inform Congress of the 

strategy and schedule developed under subsection (a).’’ 

§ 3342. Security clearances for transition team 
members 

(1) Definition 

In this section, the term ‘‘eligible candidate’’ 
has the meaning given such term by section 
3(h)(4) of the Presidential Transition Act of 1963 
(3 U.S.C. 102 note). 

(2) In general 

Each eligible candidate for President may sub-
mit, before the date of the general election, re-
quests for security clearances for prospective 
transition team members who will have a need 
for access to classified information to carry out 
their responsibilities as members of the Presi-
dent-elect’s transition team. 

(3) Completion date 

Necessary background investigations and eli-
gibility determinations to permit appropriate 
prospective transition team members to have 
access to classified information shall be com-
pleted, to the fullest extent practicable, by the 
day after the date of the general election. 

(Pub. L. 108–458, title VII, § 7601(c), Dec. 17, 2004, 
118 Stat. 3857; Pub. L. 111–283, § 2(c)(1), Oct. 15, 
2010, 124 Stat. 3048.) 

REFERENCES IN TEXT 

This section, referred to in par. (1), is section 7601 of 

Pub. L. 108–458. See Codification note below. 

Section 3(h)(4) of the Presidential Transition Act of 

1963, referred to in par. (1), is section 3(h)(4) of Pub. L. 

88–277, which is set out in a note under section 102 of 

Title 3, The President. 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 435b of this title prior to editorial reclassification 

as this section. 

Section is comprised of subsec. (c) of section 7601 of 

Pub. L. 108–458. Subsec. (a) of section 7601 amended pro-

visions set out as a note under section 102 of Title 3, 

The President, subsec. (b) of section 7601 is not classi-

fied to the Code, and subsec. (d) of section 7601 is set 

out as a note under section 102 of Title 3. 

AMENDMENTS 

2010—Par. (1). Pub. L. 111–283, § 2(c)(1)(A), added par. 

(1) and struck out former par. (1) which read as follows: 

‘‘In this section, the term ‘major party’ shall have the 

meaning given under section 9002(6) of title 26.’’ 

Par. (2). Pub. L. 111–283, § 2(c)(1)(B), substituted ‘‘eli-

gible candidate’’ for ‘‘major party candidate’’. 

§ 3343. Security clearances; limitations 

(a) Definitions 

In this section: 
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(1) Controlled substance 

The term ‘‘controlled substance’’ has the 
meaning given that term in section 802 of title 
21. 

(2) Covered person 

The term ‘‘covered person’’ means— 
(A) an officer or employee of a Federal 

agency; 
(B) a member of the Army, Navy, Air 

Force, or Marine Corps who is on active duty 
or is in an active status; and 

(C) an officer or employee of a contractor 
of a Federal agency. 

(3) Restricted Data 

The term ‘‘Restricted Data’’ has the mean-
ing given that term in section 2014 of title 42. 

(4) Special access program 

The term ‘‘special access program’’ has the 
meaning given that term in section 4.1 of Ex-
ecutive Order No. 12958 (60 Fed. Reg. 19825). 

(b) Prohibition 

After January 1, 2008, the head of a Federal 
agency may not grant or renew a security clear-
ance for a covered person who is an unlawful 
user of a controlled substance or an addict (as 
defined in section 802(1) of title 21). 

(c) Disqualification 

(1) In general 

After January 1, 2008, absent an express 
written waiver granted in accordance with 
paragraph (2), the head of a Federal agency 
may not grant or renew a security clearance 
described in paragraph (3) for a covered person 
who— 

(A) has been convicted in any court of the 
United States of a crime, was sentenced to 
imprisonment for a term exceeding 1 year, 
and was incarcerated as a result of that sen-
tence for not less than 1 year; 

(B) has been discharged or dismissed from 
the Armed Forces under dishonorable condi-
tions; or 

(C) is mentally incompetent, as deter-
mined by an adjudicating authority, based 
on an evaluation by a duly qualified mental 
health professional employed by, or accept-
able to and approved by, the United States 
Government and in accordance with the ad-
judicative guidelines required by subsection 
(d). 

(2) Waiver authority 

In a meritorious case, an exception to the 
disqualification in this subsection may be au-
thorized if there are mitigating factors. Any 
such waiver may be authorized only in accord-
ance with— 

(A) standards and procedures prescribed 
by, or under the authority of, an Executive 
order or other guidance issued by the Presi-
dent; or 

(B) the adjudicative guidelines required by 
subsection (d). 

(3) Covered security clearances 

This subsection applies to security clear-
ances that provide for access to— 

(A) special access programs; 

(B) Restricted Data; or 
(C) any other information commonly re-

ferred to as ‘‘sensitive compartmented infor-
mation’’. 

(4) Annual report 

(A) Requirement for report 

Not later than February 1 of each year, the 
head of a Federal agency shall submit a re-
port to the appropriate committees of Con-
gress if such agency employs or employed a 
person for whom a waiver was granted in ac-
cordance with paragraph (2) during the pre-
ceding year. Such annual report shall not re-
veal the identity of such person, but shall in-
clude for each waiver issued the disqualify-
ing factor under paragraph (1) and the rea-
sons for the waiver of the disqualifying fac-
tor. 

(B) Definitions 

In this paragraph: 

(i) Appropriate committees of Congress 

The term ‘‘appropriate committees of 
Congress’’ means, with respect to a report 
submitted under subparagraph (A) by the 
head of a Federal agency— 

(I) the congressional defense commit-
tees; 

(II) the congressional intelligence com-
mittees; 

(III) the Committee on Homeland Se-
curity and Governmental Affairs of the 
Senate; 

(IV) the Committee on Oversight and 
Government Reform of the House of Rep-
resentatives; and 

(V) each Committee of the Senate or 
the House of Representatives with over-
sight authority over such Federal agen-
cy. 

(ii) Congressional defense committees 

The term ‘‘congressional defense com-
mittees’’ has the meaning given that term 
in section 101(a)(16) of title 10. 

(iii) Congressional intelligence committees 

The term ‘‘congressional intelligence 
committees’’ has the meaning given that 
term in section 3003 of this title. 

(d) Adjudicative guidelines 

(1) Requirement to establish 

The President shall establish adjudicative 
guidelines for determining eligibility for ac-
cess to classified information. 

(2) Requirements related to mental health 

The guidelines required by paragraph (1) 
shall— 

(A) include procedures and standards under 
which a covered person is determined to be 
mentally incompetent and provide a means 
to appeal such a determination; and 

(B) require that no negative inference con-
cerning the standards in the guidelines may 
be raised solely on the basis of seeking men-
tal health counseling. 

(Pub. L. 108–458, title III, § 3002, as added Pub. L. 
110–181, div. A, title X, § 1072(a), Jan. 28, 2008, 122 
Stat. 328.) 
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1 See References in Text note below. 

REFERENCES IN TEXT 

Executive Order 12958, referred to in subsec. (a)(4), 

which was formerly set out as a note under section 435 

(now section 3161) of this title, was revoked by Ex. Ord. 

No. 13526, § 6.2(g), Dec. 29, 2009, 75 F.R. 731. 

CODIFICATION 

Section was formerly classified to section 435c of this 

title prior to editorial reclassification and renumbering 

as this section. 

§ 3344. Classification training program 

(a) In general 

The head of each Executive agency, in accord-
ance with Executive Order 13526, shall require 
annual training for each employee who has 
original classification authority. For employees 
who perform derivative classification, or are re-
sponsible for analysis, dissemination, prepara-
tion, production, receipt, publication, or other-
wise communication of classified information, 
training shall be provided at least every two 
years. Such training shall— 

(1) educate the employee, as appropriate, re-
garding— 

(A) the guidance established under sub-
paragraph (G) of section 3024(g)(1) of this 
title, as added by section 5(a)(3),1 regarding 
the formatting of finished intelligence prod-
ucts; 

(B) the proper use of classification mark-
ings, including portion markings that indi-
cate the classification of portions of infor-
mation; and 

(C) any incentives and penalties related to 
the proper classification of intelligence in-
formation; and 

(2) ensure such training is a prerequisite, 
once completed successfully, as evidenced by 
an appropriate certificate or other record, 
for— 

(A) obtaining original classification au-
thority or derivatively classifying informa-
tion; and 

(B) maintaining such authority. 

(b) Relationship to other programs 

The head of each Executive agency shall en-
sure that the training required by subsection (a) 
is conducted efficiently and in conjunction with 
any other required security, intelligence, or 
other training programs to reduce the costs and 
administrative burdens associated with carrying 
out the training required by subsection (a). 

(Pub. L. 111–258, § 7, Oct. 7, 2010, 124 Stat. 2652.) 

REFERENCES IN TEXT 

Executive Order 13526, referred to in subsec. (a), is set 

out as a note under section 3161 of this title. 

Section 5(a)(3), referred to in subsec. (a)(1)(A), prob-

ably means section 5(a)(3) of Pub. L. 111–258. 

CODIFICATION 

Section was formerly classified to section 435d of this 

title prior to editorial reclassification and renumbering 

as this section. 

DEFINITIONS 

Pub. L. 111–258, § 3, Oct. 7, 2010, 124 Stat. 2648, provided 

that: ‘‘In this Act [see Short Title of 2010 Amendment 

note set out under section 101 of Title 6, Domestic Se-

curity]: 
‘‘(1) DERIVATIVE CLASSIFICATION AND ORIGINAL CLAS-

SIFICATION.—The terms ‘derivative classification’ and 

‘original classification’ have the meanings given 

those terms in Executive Order No. 13526 [50 U.S.C. 

3161 note]. 
‘‘(2) EXECUTIVE AGENCY.—The term ‘Executive agen-

cy’ has the meaning given that term in section 105 of 

title 5, United States Code. 
‘‘(3) EXECUTIVE ORDER NO. 13526.—The term ‘Execu-

tive Order No. 13526’ means Executive Order No. 13526 

(75 Fed. Reg. 707; relating to classified national secu-

rity information) or any subsequent corresponding 

executive order.’’ 

§ 3345. Limitation on handling, retention, and 
storage of certain classified materials by the 
Department of State 

(a) Certification regarding full compliance with 
requirements 

The Director of Central Intelligence shall cer-
tify to the appropriate committees of Congress 
whether or not each covered element of the De-
partment of State is in full compliance with all 
applicable directives of the Director of Central 
Intelligence relating to the handling, retention, 
or storage of covered classified material. 

(b) Limitation on certification 

The Director of Central Intelligence may not 
certify a covered element of the Department of 
State as being in full compliance with the direc-
tives referred to in subsection (a) of this section 
if the covered element is currently subject to a 
waiver of compliance with respect to any such 
directive. 

(c) Report on noncompliance 

Whenever the Director of Central Intelligence 
determines that a covered element of the De-
partment of State is not in full compliance with 
any directive referred to in subsection (a) of this 
section, the Director shall promptly notify the 
appropriate committees of Congress of such de-
termination. 

(d) Effects of certification of non-full compliance 

(1) Subject to subsection (e) of this section, ef-
fective as of January 1, 2001, a covered element 
of the Department of State may not retain or 
store covered classified material unless the Di-
rector has certified under subsection (a) of this 
section as of such date that the covered element 
is in full compliance with the directives referred 
to in subsection (a) of this section. 

(2) If the prohibition in paragraph (1) takes ef-
fect in accordance with that paragraph, the pro-
hibition shall remain in effect until the date on 
which the Director certifies under subsection (a) 
of this section that the covered element in-
volved is in full compliance with the directives 
referred to in that subsection. 

(e) Waiver by Director of Central Intelligence 

(1) The Director of Central Intelligence may 
waive the applicability of the prohibition in sub-
section (d) of this section to an element of the 
Department of State otherwise covered by such 
prohibition if the Director determines that the 
waiver is in the national security interests of 
the United States. 

(2) The Director shall submit to appropriate 
committees of Congress a report on each exer-
cise of the waiver authority in paragraph (1). 
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(3) Each report under paragraph (2) with re-
spect to the exercise of authority under para-
graph (1) shall set forth the following: 

(A) The covered element of the Department 
of State addressed by the waiver. 

(B) The reasons for the waiver. 
(C) The actions that will be taken to bring 

such element into full compliance with the di-
rectives referred to in subsection (a) of this 
section, including a schedule for completion of 
such actions. 

(D) The actions taken by the Director to 
protect any covered classified material to be 
handled, retained, or stored by such element 
pending achievement of full compliance of 
such element with such directives. 

(f) Definitions 

In this section: 
(1) The term ‘‘appropriate committees of 

Congress’’ means the following: 
(A) The Select Committee on Intelligence 

and the Committee on Foreign Relations of 
the Senate. 

(B) The Permanent Select Committee on 
Intelligence and the Committee on Inter-
national Relations of the House of Rep-
resentatives. 

(2) The term ‘‘covered classified material’’ 
means any material classified at the Sensitive 
Compartmented Information (SCI) level. 

(3) The term ‘‘covered element of the De-
partment of State’’ means each element of the 
Department of State that handles, retains, or 
stores covered classified material. 

(4) The term ‘‘material’’ means any data, re-
gardless of physical form or characteristic, in-
cluding written or printed matter, automated 
information systems storage media, maps, 
charts, paintings, drawings, films, photo-
graphs, engravings, sketches, working notes, 
papers, reproductions of any such things by 
any means or process, and sound, voice, mag-
netic, or electronic recordings. 

(5) The term ‘‘Sensitive Compartmented In-
formation (SCI) level’’, in the case of classified 
material, means a level of classification for in-
formation in such material concerning or de-
rived from intelligence sources, methods, or 
analytical processes that requires such infor-
mation to be handled within formal access 
control systems established by the Director of 
Central Intelligence. 

(Pub. L. 106–567, title III, § 309, Dec. 27, 2000, 114 
Stat. 2840.) 

CODIFICATION 

Section was formerly classified to section 435a of this 

title prior to editorial reclassification and renumbering 

as this section. 

CHANGE OF NAME 

Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title. 

Committee on International Relations of House of 

Representatives changed to Committee on Foreign Af-

fairs of House of Representatives by House Resolution 

No. 6, One Hundred Tenth Congress, Jan. 5, 2007. 

§ 3346. Compilation and organization of pre-
viously declassified records 

(a), (b) Omitted 

(c) Compilation and organization of records 

The Department of Defense may not be re-
quired, when conducting a special search, to 
compile or organize records that have already 
been declassified and placed into the public do-
main. 

(d) Special searches 

For the purpose of this section, the term ‘‘spe-
cial search’’ means the response of the Depart-
ment of Defense to any of the following: 

(1) A statutory requirement to conduct a de-
classification review on a specified set of agen-
cy records. 

(2) An Executive order to conduct a declas-
sification review on a specified set of agency 
records. 

(3) An order from the President or an official 
with delegated authority from the President 
to conduct a declassification review on a spec-
ified set of agency records. 

(Pub. L. 106–398, § 1 [[div. A], title X, § 1075], Oct. 
30, 2000, 114 Stat. 1654, 1654A–280.) 

REFERENCES IN TEXT 

This section, referred to in subsec. (d), is section 1075 

of H.R. 5408 of the 106th Congress, as introduced on Oct. 

6, 2000, and as enacted into law by section 1 of Pub. L. 

106–398, Oct. 30, 2000, 114 Stat. 1654. See Codification 

note below. 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 435 of this title prior to editorial reclassification 

as this section. 

Section is comprised of section 1075 of H.R. 5408 of the 

106th Congress, as introduced on Oct. 6, 2000, and as en-

acted into law by section 1 of Pub. L. 106–398, Oct. 30, 

2000, 114 Stat. 1654. Subsec. (a) of section 1075 amended 

former section 230 of Title 10, Armed Forces and subsec. 

(b) of section 1075 was not classified to the Code. 

§ 3347. Secrecy agreements used in intelligence 
activities 

Notwithstanding any other provision of law 
not specifically referencing this section, a non-
disclosure policy form or agreement that is to 
be executed by a person connected with the con-
duct of an intelligence or intelligence-related 
activity, other than an employee or officer of 
the United States Government, may contain 
provisions appropriate to the particular activity 
for which such document is to be used. Such 
form or agreement shall, at a minimum— 

(1) require that the person will not disclose 
any classified information received in the 
course of such activity unless specifically au-
thorized to do so by the United States Govern-
ment; and 

(2) provide that the form or agreement does 
not bar— 

(A) disclosures to Congress; or 
(B) disclosures to an authorized official of 

an executive agency that are deemed essen-
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tial to reporting a violation of United States 
law. 

(Pub. L. 104–93, title III, § 306, Jan. 6, 1996, 109 
Stat. 966.) 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 435 of this title prior to editorial reclassification 

as this section. 

§ 3348. Reports relating to certain special access 
programs and similar programs 

(a) In general 

(1) Not later than February 1 of each year, the 
head of each covered department or agency shall 
submit to Congress a report on each special ac-
cess program carried out in the department or 
agency. 

(2) Each such report shall set forth— 
(A) the total amount requested by the de-

partment or agency for special access pro-
grams within the budget submitted under sec-
tion 1105 of title 31 for the fiscal year follow-
ing the fiscal year in which the report is sub-
mitted; and 

(B) for each program in such budget that is 
a special access program— 

(i) a brief description of the program; 
(ii) in the case of a procurement program, 

a brief discussion of the major milestones es-
tablished for the program; 

(iii) the actual cost of the program for 
each fiscal year during which the program 
has been conducted before the fiscal year 
during which that budget is submitted; and 

(iv) the estimated total cost of the pro-
gram and the estimated cost of the program 
for (I) the current fiscal year, (II) the fiscal 
year for which the budget is submitted, and 
(III) each of the four succeeding fiscal years 
during which the program is expected to be 
conducted. 

(b) Newly designated programs 

(1) Not later than February 1 of each year, the 
head of each covered department or agency shall 
submit to Congress a report that, with respect 
to each new special access program of that de-
partment or agency, provides— 

(A) notice of the designation of the program 
as a special access program; and 

(B) justification for such designation. 

(2) A report under paragraph (1) with respect 
to a program shall include— 

(A) the current estimate of the total pro-
gram cost for the program; and 

(B) an identification, as applicable, of exist-
ing programs or technologies that are similar 
to the technology, or that have a mission 
similar to the technology, or that have a mis-
sion similar to the mission, of the program 
that is the subject of the notice. 

(3) In this subsection, the term ‘‘new special 
access program’’ means a special access program 
that has not previously been covered in a notice 
and justification under this subsection. 

(c) Revision in classification of programs 

(1) Whenever a change in the classification of 
a special access program of a covered depart-

ment or agency is planned to be made or when-
ever classified information concerning a special 
access program of a covered department or agen-
cy is to be declassified and made public, the 
head of the department or agency shall submit 
to Congress a report containing a description of 
the proposed change or the information to be de-
classified, the reasons for the proposed change 
or declassification, and notice of any public an-
nouncement planned to be made with respect to 
the proposed change or declassification. 

(2) Except as provided in paragraph (3), a re-
port referred to in paragraph (1) shall be submit-
ted not less than 14 days before the date on 
which the proposed change, declassification, or 
public announcement is to occur. 

(3) If the head of the department or agency de-
termines that because of exceptional circum-
stances the requirement of paragraph (2) cannot 
be met with respect to a proposed change, de-
classification, or public announcement concern-
ing a special access program of the department 
or agency, the head of the department or agency 
may submit the report required by paragraph (1) 
regarding the proposed change, declassification, 
or public announcement at any time before the 
proposed change, declassification, or public an-
nouncement is made and shall include in the re-
port an explanation of the exceptional circum-
stances. 

(d) Revision of criteria for designating programs 

Whenever there is a modification or termi-
nation of the policy and criteria used for des-
ignating a program of a covered department or 
agency as a special access program, the head of 
the department or agency shall promptly notify 
Congress of such modification or termination. 
Any such notification shall contain the reasons 
for the modification or termination and, in the 
case of a modification, the provisions of the pol-
icy as modified. 

(e) Waiver of reporting requirement 

(1) The head of a covered department or agen-
cy may waive any requirement under subsection 
(a), (b), or (c) that certain information be in-
cluded in a report under that subsection if the 
head of the department or agency determines 
that inclusion of that information in the report 
would adversely affect the national security. 
Any such waiver shall be made on a case-by-case 
basis. 

(2) If the head of a department or agency exer-
cises the authority provided under paragraph 
(1), the head of the department or agency shall 
provide the information described in that sub-
section with respect to the special access pro-
gram concerned, and the justification for the 
waiver, to Congress. 

(f) Initiation of programs 

A special access program may not be initiated 
by a covered department or agency until— 

(1) the appropriate oversight committees are 
notified of the program; and 

(2) a period of 30 days elapses after such noti-
fication is received. 

(g) Definitions 

For purposes of this section: 

(1) Covered department or agency 

(A) Except as provided in subparagraph (B), 
the term ‘‘covered department or agency’’ 
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means any department or agency of the Fed-
eral Government that carries out a special ac-
cess program. 

(B) Such term does not include— 
(i) the Department of Defense (which is re-

quired to submit reports on special access 
programs under section 119 of title 10); 

(ii) the National Nuclear Security Admin-
istration (which is required to submit re-
ports on special access programs under sec-
tion 2426 of this title); or 

(iii) an agency in the Intelligence Commu-
nity (as defined in section 3003(4) of this 
title). 

(2) Special access program 

The term ‘‘special access program’’ means 
any program that, under the authority of Ex-
ecutive Order 12356 (or any successor Execu-
tive order), is established by the head of a de-
partment or agency whom the President has 
designated in the Federal Register as an origi-
nal ‘‘secret’’ or ‘‘top secret’’ classification au-
thority that imposes ‘‘need-to-know’’ controls 
or access controls beyond those controls nor-
mally required (by regulations applicable to 
such department or agency) for access to in-
formation classified as ‘‘confidential’’, ‘‘se-
cret’’, or ‘‘top secret’’. 

(Pub. L. 103–160, div. A, title XI, § 1152, Nov. 30, 
1993, 107 Stat. 1758; Pub. L. 106–65, div. C, title 
XXXII, § 3294(e)(2), Oct. 5, 1999, 113 Stat. 970.) 

REFERENCES IN TEXT 

Executive Order 12356, referred to in subsec. (g)(2), is 

Ex. Ord. No. 12356, Apr. 2, 1982, 47 F.R. 14874, 15557, 

which prescribed a uniform system for classifying, de-

classifying, and safeguarding national security infor-

mation, and which was formerly set out as a note under 

section 435 (now section 3161) of this title, was revoked 

by Ex. Ord. No. 12958, § 6.1(d), Apr. 17, 1995, 60 F.R. 19843. 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 435 of this title prior to editorial reclassification 

as this section. 

AMENDMENTS 

1999—Subsec. (g)(1)(B)(ii). Pub. L. 106–65 amended cl. 

(ii) generally. Prior to amendment, cl. (ii) read as fol-

lows: ‘‘the Department of Energy, with respect to spe-

cial access programs carried out under the atomic en-

ergy defense activities of that department (for which 

the Secretary of Energy is required to submit reports 

under section 2122a of title 42); or’’. 

EFFECTIVE DATE OF 1999 AMENDMENT 

Amendment by Pub. L. 106–65 effective Mar. 1, 2000, 

see section 3299 of Pub. L. 106–65, set out as an Effective 

Date note under section 2401 of this title. 

§ 3349. Notification regarding the authorized 
public disclosure of national intelligence 

(a) Notification 

In the event of an authorized disclosure of na-
tional intelligence or intelligence related to na-
tional security to the persons or entities de-
scribed in subsection (b), the government offi-
cial responsible for authorizing the disclosure 
shall submit to the congressional intelligence 
committees on a timely basis a notification of 
the disclosure if— 

(1) at the time of the disclosure— 
(A) such intelligence is classified; or 
(B) is declassified for the purpose of the 

disclosure; and 

(2) the disclosure will be made by an officer, 
employee, or contractor of the Executive 
branch. 

(b) Persons or entities described 

The persons or entities described in this sub-
section are as follows: 

(1) Media personnel. 
(2) Any person or entity, if the disclosure de-

scribed in subsection (a) is made with the in-
tent or knowledge that such information will 
be made publicly available. 

(c) Content 

Each notification required under subsection 
(a) shall— 

(1) provide the specific title and authority of 
the individual authorizing the disclosure; 

(2) if applicable, provide the specific title 
and authority of the individual who authorized 
the declassification of the intelligence dis-
closed; and 

(3) describe the intelligence disclosed, in-
cluding the classification of the intelligence 
prior to its disclosure or declassification and 
the rationale for making the disclosure. 

(d) Exception 

The notification requirement in this section 
does not apply to a disclosure made— 

(1) pursuant to any statutory requirement, 
including to section 552 of title 5 (commonly 
referred to as the ‘‘Freedom of Information 
Act’’); 

(2) in connection with a civil, criminal, or 
administrative proceeding; 

(3) as a result of a declassification review 
process under Executive Order 13526 (50 U.S.C. 
435 note) [now 50 U.S.C. 3161 note] or any suc-
cessor order; or 

(4) to any officer, employee, or contractor of 
the Federal government or member of an advi-
sory committee to an element of the intel-
ligence community who possesses an active se-
curity clearance and a need to know the spe-
cific national intelligence or intelligence re-
lated to national security, as defined in sec-
tion 3003(5) of this title. 

(Pub. L. 112–277, title V, § 504, Jan. 14, 2013, 126 
Stat. 2477; Pub. L. 113–126, title III, § 328, July 7, 
2014, 128 Stat. 1405.) 

AMENDMENTS 

2014—Subsec. (e). Pub. L. 113–126 struck out subsec. 

(e). Text read as follows: ‘‘The notification require-

ments of this section shall cease to be effective for any 

disclosure described in subsection (a) that occurs on or 

after the date that is one year after January 14, 2013.’’ 

DEFINITIONS 

Pub. L. 112–277, § 2, Jan. 14, 2013, 126 Stat. 2469, pro-

vided that: ‘‘In this Act [see Tables for classification]: 

‘‘(1) CONGRESSIONAL INTELLIGENCE COMMITTEES.— 

The term ‘congressional intelligence committees’ 

means— 

‘‘(A) the Select Committee on Intelligence of the 

Senate; and 

‘‘(B) the Permanent Select Committee on Intel-

ligence of the House of Representatives. 



Page 609 TITLE 50—WAR AND NATIONAL DEFENSE § 3362 

1 So in original. Probably should be followed by a period. 

‘‘(2) INTELLIGENCE COMMUNITY.—The term ‘intel-

ligence community’ has the meaning given that term 

in section 3(4) of the National Security Act of 1947 (50 

U.S.C. 401a(4)) [now 50 U.S.C. 3003(4)].’’ 

SUBCHAPTER IV—COLLECTION, ANALYSIS, 
AND SHARING OF INTELLIGENCE 

§ 3361. National Virtual Translation Center 

(a) Establishment 

The Director of National Intelligence shall es-
tablish in the intelligence community an ele-
ment with the function of connecting the ele-
ments of the intelligence community engaged in 
the acquisition, storage, translation, or analysis 
of voice or data in digital form. 

(b) Designation 

The element established under subsection (a) 
of this section shall be known as the National 
Virtual Translation Center. 

(c) Function 

The element established under subsection (a) 
of this section shall provide for timely and accu-
rate translations of foreign intelligence for all 
elements of the intelligence community 
through— 

(1) the integration of the translation capa-
bilities of the intelligence community; 

(2) the use of remote-connection capabilities; 
and 

(3) the use of such other capabilities as the 
Director considers appropriate. 

(d) Administrative matters 

(1) The Director shall retain direct supervision 
and control over the element established under 
subsection (a) of this section. 

(2) The element established under subsection 
(a) of this section shall connect elements of the 
intelligence community utilizing the most cur-
rent available information technology that is 
applicable to the function of the element. 

(3) Personnel of the element established under 
subsection (a) of this section may carry out the 
duties and functions of the element at any loca-
tion that— 

(A) has been certified as a secure facility by 
a department or agency of the United States 
Government; or 

(B) the Director has otherwise determined to 
be appropriate for such duties and functions 1 

(e) Deadline for establishment 

The element required by subsection (a) of this 
section shall be established as soon as prac-
ticable after November 27, 2002, but not later 
than 90 days after November 27, 2002. 

(Pub. L. 107–306, title III, § 313, Nov. 27, 2002, 116 
Stat. 2391; Pub. L. 108–458, title I, 
§ 1071(g)(2)(A)(i), Dec. 17, 2004, 118 Stat. 3691; Pub. 
L. 108–487, title III, § 304, Dec. 23, 2004, 118 Stat. 
3944.) 

CODIFICATION 

Section was formerly classified to section 404n of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (a). Pub. L. 108–458 substituted ‘‘Direc-

tor of National Intelligence’’ for ‘‘Director of Central 

Intelligence, acting as the head of the intelligence com-

munity,’’. 

Subsec. (c). Pub. L. 108–487, § 304(a)(2), added subsec. 

(c). Former subsec. (c) redesignated (d). 

Subsec. (d). Pub. L. 108–487, § 304(a)(1), (b), redesig-

nated subsec. (c) as (d) and added par. (3). Former sub-

sec. (d) redesignated (e). 

Subsec. (e). Pub. L. 108–487, § 304(a)(1), redesignated 

subsec. (d) as (e). 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3362. Foreign Terrorist Asset Tracking Center 

(a) Establishment 

The Director of National Intelligence shall es-
tablish within the Central Intelligence Agency 
an element responsible for conducting all-source 
intelligence analysis of information relating to 
the financial capabilities, practices, and activi-
ties of individuals, groups, and nations associ-
ated with international terrorism in their ac-
tivities relating to international terrorism. 

(b) Designation 

The element established under subsection (a) 
of this section shall be known as the Foreign 
Terrorist Asset Tracking Center. 

(c) Deadline for establishment 

The element required by subsection (a) of this 
section shall be established as soon as prac-
ticable after November 27, 2002, but not later 
than 90 days after November 27, 2002. 

(Pub. L. 107–306, title III, § 341, Nov. 27, 2002, 116 
Stat. 2398; Pub. L. 108–458, title I, § 1071(g)(2)(C), 
Dec. 17, 2004, 118 Stat. 3691.) 

CODIFICATION 

Section was formerly classified to section 404n–1 of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2004—Subsec. (a). Pub. L. 108–458 substituted ‘‘Direc-

tor of National Intelligence shall establish within the 

Central Intelligence Agency’’ for ‘‘Director of Central 

Intelligence, acting as the head of the intelligence com-

munity, shall establish in the Central Intelligence 

Agency’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 
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1 So in original. Probably should be ‘‘than’’. 
2 See References in Text note below. 

§ 3363. Terrorist Identification Classification Sys-
tem 

(a) Requirement 

(1) The Director of National Intelligence 
shall— 

(A) establish and maintain a list of individ-
uals who are known or suspected international 
terrorists, and of organizations that are 
known or suspected international terrorist or-
ganizations; and 

(B) ensure that pertinent information on the 
list is shared with the departments, agencies, 
and organizations described by subsection (c) 
of this section. 

(2) The list under paragraph (1), and the mech-
anisms for sharing information on the list, shall 
be known as the ‘‘Terrorist Identification Clas-
sification System’’. 

(b) Administration 

(1) The Director shall prescribe requirements 
for the inclusion of an individual or organiza-
tion on the list required by subsection (a) of this 
section, and for the deletion or omission from 
the list of an individual or organization cur-
rently on the list. 

(2) The Director shall ensure that the informa-
tion utilized to determine the inclusion, or dele-
tion or omission, of an individual or organiza-
tion on or from the list is derived from all- 
source intelligence. 

(3) The Director shall ensure that the list is 
maintained in accordance with existing law and 
regulations governing the collection, storage, 
and dissemination of intelligence concerning 
United States persons. 

(c) Information sharing 

Subject to section 3024(i) of this title, relating 
to the protection of intelligence sources and 
methods, the Director shall provide for the shar-
ing of the list, and information on the list, with 
such departments and agencies of the Federal 
Government, State and local government agen-
cies, and entities of foreign governments and 
international organizations as the Director con-
siders appropriate. 

(d) Report on criteria for information sharing 

(1) Not later then 1 March 1, 2003, the Director 
shall submit to the congressional intelligence 
committees a report describing the criteria used 
to determine which types of information on the 
list required by subsection (a) of this section are 
to be shared, and which types of information are 
not to be shared, with various departments and 
agencies of the Federal Government, State and 
local government agencies, and entities of for-
eign governments and international organiza-
tions. 

(2) The report shall include a description of 
the circumstances in which the Director has de-
termined that sharing information on the list 
with the departments and agencies of the Fed-
eral Government, and of State and local govern-
ments, described by subsection (c) of this sec-
tion would be inappropriate due to the concerns 
addressed by section 403–3(c)(7) 2 of this title, re-

lating to the protection of sources and methods, 
and any instance in which the sharing of infor-
mation on the list has been inappropriate in 
light of such concerns. 

(e) System administration requirements 

(1) The Director shall, to the maximum extent 
practicable, ensure the interoperability of the 
Terrorist Identification Classification System 
with relevant information systems of the de-
partments and agencies of the Federal Govern-
ment, and of State and local governments, de-
scribed by subsection (c) of this section. 

(2) The Director shall ensure that the System 
utilizes technologies that are effective in aiding 
the identification of individuals in the field. 

(f) Report on status of System 

(1) Not later than one year after November 27, 
2002, the Director shall, in consultation with the 
Director of Homeland Security, submit to the 
congressional intelligence committees a report 
on the status of the Terrorist Identification 
Classification System. The report shall contain 
a certification on the following: 

(A) Whether the System contains the intel-
ligence information necessary to facilitate the 
contribution of the System to the domestic se-
curity of the United States. 

(B) Whether the departments and agencies 
having access to the System have access in a 
manner that permits such departments and 
agencies to carry out appropriately their do-
mestic security responsibilities. 

(C) Whether the System is operating in a 
manner that maximizes its contribution to the 
domestic security of the United States. 

(D) If a certification under subparagraph (A), 
(B), or (C) is in the negative, the modifications 
or enhancements of the System necessary to 
ensure a future certification in the positive. 

(2) The report shall be submitted in unclassi-
fied form, but may include a classified annex. 

(g) Congressional intelligence committees de-
fined 

In this section, the term ‘‘congressional intel-
ligence committees’’ means— 

(1) the Select Committee on Intelligence of 
the Senate; and 

(2) the Permanent Select Committee on In-
telligence of the House of Representatives. 

(Pub. L. 107–306, title III, § 343, Nov. 27, 2002, 116 
Stat. 2399; Pub. L. 108–177, title III, § 377(d), Dec. 
13, 2003, 117 Stat. 2631; Pub. L. 108–458, title I, 
§§ 1071(g)(2)(A)(ii), 1072(d)(1)(A), Dec. 17, 2004, 118 
Stat. 3691, 3693; Pub. L. 111–259, title III, § 347(f), 
Oct. 7, 2010, 124 Stat. 2699.) 

REFERENCES IN TEXT 

Section 403–3 of this title, referred to in subsec. (d)(2), 

was repealed and a new section 403–3 enacted by Pub. L. 

108–458, title I, § 1011(a), Dec. 17, 2004, 118 Stat. 3643, 

without corresponding amendment to this section. Sec-

tion 403–3 of this title was subsequently editorially re-

classified as section 3025 of this title. The new section 

3025 contains a subsec. (c) relating to the composition 

of the Office of the Director of National Intelligence. 

CODIFICATION 

Section was formerly classified to section 404n–2 of 

this title prior to editorial reclassification and renum-
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bering as this section. Some section numbers of this 

title referenced in amendment notes below reflect the 

classification of such sections prior to their editorial 

reclassification. 

AMENDMENTS 

2010—Subsecs. (d) to (h). Pub. L. 111–259 redesignated 

subsecs. (e) to (h) as (d) to (g), respectively, and struck 

out former subsec. (d). Prior to amendment, text of 

subsec. (d) read as follows: 

‘‘(1) The Director shall review on an annual basis the 

information provided by various departments and agen-

cies for purposes of the list under subsection (a) of this 

section in order to determine whether or not the infor-

mation so provided is derived from the widest possible 

range of intelligence available to such departments and 

agencies. 

‘‘(2) The Director shall, as a result of each review 

under paragraph (1), certify whether or not the ele-

ments of the intelligence community responsible for 

the collection of intelligence related to the list have 

provided information for purposes of the list that is de-

rived from the widest possible range of intelligence 

available to such department and agencies.’’ 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1071(g)(2)(A)(ii), 

which directed amendment of par. (1) by substituting 

‘‘Director of National Intelligence’’ for ‘‘Director of 

Central Intelligence, acting as the head of the intel-

ligence community,’’, was executed by making the sub-

stitution for ‘‘Director of Central Intelligence, acting 

as head of the Intelligence Community,’’ in introduc-

tory provisions to reflect the probable intent of Con-

gress. 

Subsec. (c). Pub. L. 108–458, § 1072(d)(1)(A), which di-

rected amendment of subsec. (c) by substituting ‘‘sec-

tion 403–1(i)’’ for ‘‘section 403–3(c)(6)’’, was executed by 

making the substitution for ‘‘section 403–3(c)(7)’’ to re-

flect the probable intent of Congress and the amend-

ment by Pub. L. 108–177. See 2003 Amendment note 

below. 

2003—Subsecs. (c), (e)(2). Pub. L. 108–177, § 377(d), sub-

stituted ‘‘section 403–3(c)(7) of this title’’ for ‘‘section 

403–3(c)(6) of this title’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

§ 3364. Assignment of responsibilities relating to 
analytic integrity 

(a) Assignment of responsibilities 

For purposes of carrying out section 3024(h) of 
this title, the Director of National Intelligence 
shall, not later than 180 days after December 17, 
2004, assign an individual or entity to be respon-
sible for ensuring that finished intelligence 
products produced by any element or elements 
of the intelligence community are timely, objec-
tive, independent of political considerations, 
based upon all sources of available intelligence, 
and employ the standards of proper analytic 
tradecraft. 

(b) Responsibilities 

(1) The individual or entity assigned respon-
sibility under subsection (a) of this section— 

(A) may be responsible for general oversight 
and management of analysis and production, 

but may not be directly responsible for, or in-
volved in, the specific production of any fin-
ished intelligence product; 

(B) shall perform, on a regular basis, de-
tailed reviews of finished intelligence product 
or other analytic products by an element or 
elements of the intelligence community cover-
ing a particular topic or subject matter; 

(C) shall be responsible for identifying on an 
annual basis functional or topical areas of 
analysis for specific review under subpara-
graph (B); and 

(D) upon completion of any review under 
subparagraph (B), may draft lessons learned, 
identify best practices, or make recommenda-
tions for improvement to the analytic 
tradecraft employed in the production of the 
reviewed product or products. 

(2) Each review under paragraph (1)(B) 
should— 

(A) include whether the product or products 
concerned were based on all sources of avail-
able intelligence, properly describe the quality 
and reliability of underlying sources, properly 
caveat and express uncertainties or confidence 
in analytic judgments, properly distinguish 
between underlying intelligence and the as-
sumptions and judgments of analysts, and in-
corporate, where appropriate, alternative 
analyses; and 

(B) ensure that the analytic methodologies, 
tradecraft, and practices used by the element 
or elements concerned in the production of the 
product or products concerned meet the stand-
ards set forth in subsection (a) of this section. 

(3) Information drafted under paragraph (1)(D) 
should, as appropriate, be included in analysis 
teaching modules and case studies for use 
throughout the intelligence community. 

(c) Annual reports 

Not later than December 1 each year, the Di-
rector of National Intelligence shall submit to 
the congressional intelligence committees, the 
heads of the relevant elements of the intel-
ligence community, and the heads of analytic 
training departments a report containing a de-
scription, and the associated findings, of each 
review under subsection (b)(1)(B) of this section 
during such year. 

(d) Congressional intelligence committees de-
fined 

In this section, the term ‘‘congressional intel-
ligence committees’’ means— 

(1) the Select Committee on Intelligence of 
the Senate; and 

(2) the Permanent Select Committee on In-
telligence of the House of Representatives. 

(Pub. L. 108–458, title I, § 1019, Dec. 17, 2004, 118 
Stat. 3671.) 

CODIFICATION 

Section was formerly classified to section 403–1a of 

this title prior to editorial reclassification and renum-

bering as this section. 

EFFECTIVE DATE 

For Determination by President that section take ef-

fect on Apr. 21, 2005, see Memorandum of President of 

the United States, Apr. 21, 2005, 70 F.R. 23925, set out as 

a note under section 3001 of this title. 
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Section effective not later than six months after Dec. 

17, 2004, except as otherwise expressly provided, see sec-

tion 1097(a) of Pub. L. 108–458, set out in an Effective 

Date of 2004 Amendment; Transition Provisions note 

under section 3001 of this title. 

SAFEGUARD OF OBJECTIVITY IN INTELLIGENCE ANALYSIS 

Pub. L. 108–458, title I, § 1020, Dec. 17, 2004, 118 Stat. 

3672, provided that: 
‘‘(a) IN GENERAL.—Not later than 180 days after the 

effective date of this Act [probably means the effective 

date of title I of Pub. L. 108–458, see Effective Date of 

2004 Amendment; Transition Provisions note set out 

under section 3001 of this title], the Director of Na-

tional Intelligence shall identify an individual within 

the Office of the Director of National Intelligence who 

shall be available to analysts within the Office of the 

Director of National Intelligence to counsel, conduct 

arbitration, offer recommendations, and, as appro-

priate, initiate inquiries into real or perceived prob-

lems of analytic tradecraft or politicization, biased re-

porting, or lack of objectivity in intelligence analysis. 
‘‘(b) REPORT.—Not later than 270 days after the effec-

tive date of this Act, the Director of National Intel-

ligence shall provide a report to the Select Committee 

on Intelligence of the Senate and the Permanent Select 

Committee on Intelligence of the House of Representa-

tives on the implementation of subsection (a).’’ 

§ 3365. Foreign intelligence information 

(1) In general 

Notwithstanding any other provision of law, it 
shall be lawful for foreign intelligence or 
counterintelligence (as defined in section 3003 of 
this title) or foreign intelligence information 
obtained as part of a criminal investigation to 
be disclosed to any Federal law enforcement, in-
telligence, protective, immigration, national de-
fense, or national security official in order to as-
sist the official receiving that information in 
the performance of his official duties. Any Fed-
eral official who receives information pursuant 
to this provision may use that information only 
as necessary in the conduct of that person’s offi-
cial duties subject to any limitations on the un-
authorized disclosure of such information. Con-
sistent with the responsibility of the Director of 
Central Intelligence to protect intelligence 
sources and methods, and the responsibility of 
the Attorney General to protect sensitive law 
enforcement information, it shall be lawful for 
information revealing a threat of actual or po-
tential attack or other grave hostile acts of a 
foreign power or an agent of a foreign power, do-
mestic or international sabotage, domestic or 
international terrorism, or clandestine intel-
ligence gathering activities by an intelligence 
service or network of a foreign power or by an 
agent of a foreign power, within the United 
States or elsewhere, obtained as part of a crimi-
nal investigation to be disclosed to any appro-
priate Federal, State, local, or foreign govern-
ment official for the purpose of preventing or re-
sponding to such a threat. Any official who re-
ceives information pursuant to this provision 
may use that information only as necessary in 
the conduct of that person’s official duties sub-
ject to any limitations on the unauthorized dis-
closure of such information, and any State, 
local, or foreign official who receives informa-
tion pursuant to this provision may use that in-
formation only consistent with such guidelines 
as the Attorney General and Director of Central 
Intelligence shall jointly issue. 

(2) Definition 

In this section, the term ‘‘foreign intelligence 
information’’ means— 

(A) information, whether or not concerning 
a United States person, that relates to the 
ability of the United States to protect 
against— 

(i) actual or potential attack or other 
grave hostile acts of a foreign power or an 
agent of a foreign power; 

(ii) sabotage or international terrorism by 
a foreign power or an agent of a foreign 
power; or 

(iii) clandestine intelligence activities by 
an intelligence service or network of a for-
eign power or by an agent of a foreign power; 
or 

(B) information, whether or not concerning 
a United States person, with respect to a for-
eign power or foreign territory that relates 
to— 

(i) the national defense or the security of 
the United States; or 

(ii) the conduct of the foreign affairs of the 
United States. 

(Pub. L. 107–56, title II, § 203(d), Oct. 26, 2001, 115 
Stat. 281; Pub. L. 107–296, title VIII, § 897(a), Nov. 
25, 2002, 116 Stat. 2257.) 

CODIFICATION 

Section was formerly classified to section 403–5d of 

this title prior to editorial reclassification and renum-

bering as this section. 

AMENDMENTS 

2002—Par. (1). Pub. L. 107–296 inserted at end ‘‘Con-

sistent with the responsibility of the Director of Cen-

tral Intelligence to protect intelligence sources and 

methods, and the responsibility of the Attorney Gen-

eral to protect sensitive law enforcement information, 

it shall be lawful for information revealing a threat of 

actual or potential attack or other grave hostile acts of 

a foreign power or an agent of a foreign power, domes-

tic or international sabotage, domestic or inter-

national terrorism, or clandestine intelligence gather-

ing activities by an intelligence service or network of 

a foreign power or by an agent of a foreign power, with-

in the United States or elsewhere, obtained as part of 

a criminal investigation to be disclosed to any appro-

priate Federal, State, local, or foreign government offi-

cial for the purpose of preventing or responding to such 

a threat. Any official who receives information pursu-

ant to this provision may use that information only as 

necessary in the conduct of that person’s official duties 

subject to any limitations on the unauthorized disclo-

sure of such information, and any State, local, or for-

eign official who receives information pursuant to this 

provision may use that information only consistent 

with such guidelines as the Attorney General and Di-

rector of Central Intelligence shall jointly issue.’’ 

CHANGE OF NAME 

Reference to the Director of Central Intelligence or 

the Director of the Central Intelligence Agency in the 

Director’s capacity as the head of the intelligence com-

munity deemed to be a reference to the Director of Na-

tional Intelligence. Reference to the Director of Cen-

tral Intelligence or the Director of the Central Intel-

ligence Agency in the Director’s capacity as the head of 

the Central Intelligence Agency deemed to be a ref-

erence to the Director of the Central Intelligence Agen-

cy. See section 1081(a), (b) of Pub. L. 108–458, set out as 

a note under section 3001 of this title. 
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EFFECTIVE DATE OF 2002 AMENDMENT 

Amendment by Pub. L. 107–296 effective 60 days after 

Nov. 25, 2002, see section 4 of Pub. L. 107–296, set out as 

an Effective Date note under section 101 of Title 6, Do-

mestic Security. 

§ 3366. Authorities of heads of other departments 
and agencies 

Notwithstanding any other provision of law, 
the head of any department or agency of the 
United States is authorized to receive and uti-
lize funds made available to the department or 
agency by the Director of National Intelligence 
pursuant to section 3024(d)(2) of this title, as 
amended by subsection (a), and receive and uti-
lize any system referred to in such section that 
is made available to such department or agency. 

(Pub. L. 111–259, title IV, § 402(b), Oct. 7, 2010, 124 
Stat. 2709.) 

REFERENCES IN TEXT 

Subsection (a), referred to in text, is subsec. (a) of 

section 402 of Pub. L. 111–259, title IV, Oct. 7, 2010, 124 

Stat. 2708, which amended section 403–1 of this title 

prior to editorial reclassification and renumbering as 

section 3024 of this title. 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 403–1 of this title prior to editorial reclassification 

as this section. 

§ 3367. Requirement for efficient use by intel-
ligence community of open-source intel-
ligence 

The Director of National Intelligence shall en-
sure that the intelligence community makes ef-
ficient and effective use of open-source informa-
tion and analysis. 

(Pub. L. 108–458, title I, § 1052(b), Dec. 17, 2004, 118 
Stat. 3683.) 

CODIFICATION 

Section was formerly classified as a note under sec-

tion 403–1 of this title prior to editorial reclassification 

as this section. 

SUBCHAPTER V—MANAGEMENT OF 
COUNTERINTELLIGENCE ACTIVITIES 

§ 3381. Coordination of counterintelligence ac-
tivities 

(a) Establishment of Counterintelligence Policy 
Board 

There is established within the executive 
branch of Government a National Counter-
intelligence Policy Board (in this section re-
ferred to as the ‘‘Board’’). The Board shall re-
port to the President through the National Se-
curity Council. 

(b) Chairperson 

The National Counterintelligence Executive 
under section 902 of the Counterintelligence En-
hancement Act of 2002 [50 U.S.C. 3382] shall serve 
as the chairperson of the Board. 

(c) Membership 

The membership of the National Counter-
intelligence Policy Board shall consist of the 
following: 

(1) The National Counterintelligence Execu-
tive. 

(2) Senior personnel of departments and ele-
ments of the United States Government, ap-
pointed by the head of the department or ele-
ment concerned, as follows: 

(A) The Department of Justice, including 
the Federal Bureau of Investigation. 

(B) The Department of Defense, including 
the Joint Chiefs of Staff. 

(C) The Department of State. 
(D) The Department of Energy. 
(E) The Central Intelligence Agency. 
(F) Any other department, agency, or ele-

ment of the United States Government spec-
ified by the President. 

(d) Functions and discharge of functions 

(1) The Board shall— 
(A) serve as the principal mechanism for— 

(i) developing policies and procedures for 
the approval of the President to govern the 
conduct of counterintelligence activities; 
and 

(ii) upon the direction of the President, re-
solving conflicts that arise between ele-
ments of the Government conducting such 
activities; and 

(B) act as an interagency working group to— 
(i) ensure the discussion and review of 

matters relating to the implementation of 
the Counterintelligence Enhancement Act of 
2002; and 

(ii) provide advice to the National 
Counterintelligence Executive on priorities 
in the implementation of the National 
Counterintelligence Strategy produced by 
the Office of the National Counter-
intelligence Executive under section 904(e)(2) 
of that Act.1 

(2) The Board may, for purposes of carrying 
out its functions under this section, establish 
such interagency boards and working groups as 
the Board considers appropriate. 

(e) Coordination of counterintelligence matters 
with Federal Bureau of Investigation 

(1) Except as provided in paragraph (5), the 
head of each department or agency within the 
executive branch shall ensure that— 

(A) the Federal Bureau of Investigation is 
advised immediately of any information, re-
gardless of its origin, which indicates that 
classified information is being, or may have 
been, disclosed in an unauthorized manner to 
a foreign power or an agent of a foreign power; 

(B) following a report made pursuant to sub-
paragraph (A), the Federal Bureau of Inves-
tigation is consulted with respect to all subse-
quent actions which may be undertaken by the 
department or agency concerned to determine 
the source of such loss or compromise; and 

(C) where, after appropriate consultation 
with the department or agency concerned, the 
Federal Bureau of Investigation undertakes 
investigative activities to determine the 
source of the loss or compromise, the Federal 
Bureau of Investigation is given complete and 
timely access to the employees and records of 
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the department or agency concerned for pur-
poses of such investigative activities. 

(2) Except as provided in paragraph (5), the Di-
rector of the Federal Bureau of Investigation 
shall ensure that espionage information ob-
tained by the Federal Bureau of Investigation 
pertaining to the personnel, operations, or infor-
mation of departments or agencies of the execu-
tive branch, is provided through appropriate 
channels in a timely manner to the department 
or agency concerned, and that such departments 
or agencies are consulted in a timely manner 
with respect to espionage investigations under-
taken by the Federal Bureau of Investigation 
which involve the personnel, operations, or in-
formation of such department or agency. 

(3)(A) The Director of the Federal Bureau of 
Investigation shall submit to the head of the de-
partment or agency concerned a written assess-
ment of the potential impact of the actions of 
the department or agency on a counter-
intelligence investigation. 

(B) The head of the department or agency con-
cerned shall— 

(i) use an assessment under subparagraph (A) 
as an aid in determining whether, and under 
what circumstances, the subject of an inves-
tigation under paragraph (1) should be left in 
place for investigative purposes; and 

(ii) notify in writing the Director of the Fed-
eral Bureau of Investigation of such deter-
mination. 

(C) The Director of the Federal Bureau of In-
vestigation and the head of the department or 
agency concerned shall continue to consult, as 
appropriate, to review the status of an inves-
tigation covered by this paragraph, and to reas-
sess, as appropriate, a determination of the head 
of the department or agency concerned to leave 
a subject in place for investigative purposes. 

(4)(A) The Federal Bureau of Investigation 
shall notify appropriate officials within the ex-
ecutive branch, including the head of the depart-
ment or agency concerned, of the commence-
ment of a full field espionage investigation with 
respect to an employee within the executive 
branch. 

(B) A department or agency may not conduct 
a polygraph examination, interrogate, or other-
wise take any action that is likely to alert an 
employee covered by a notice under subpara-
graph (A) of an investigation described in that 
subparagraph without prior coordination and 
consultation with the Federal Bureau of Inves-
tigation. 

(5) Where essential to meet extraordinary cir-
cumstances affecting vital national security in-
terests of the United States, the President may 
on a case-by-case basis waive the requirements 
of paragraph (1), (2), or (3), as they apply to the 
head of a particular department or agency, or 
the Director of the Federal Bureau of Investiga-
tion. Such waiver shall be in writing and shall 
fully state the justification for such waiver. 
Within thirty days, the President shall notify 
the Select Committee on Intelligence of the 
Senate and the Permanent Select Committee on 
Intelligence of the House of Representatives 
that such waiver has been issued, and at that 
time or as soon as national security consider-

ations permit, provide these committees with a 
complete explanation of the circumstances 
which necessitated such waiver. 

(6) Nothing in this section may be construed 
to alter the existing jurisdictional arrangements 
between the Federal Bureau of Investigation and 
the Department of Defense with respect to in-
vestigations of persons subject to the Uniform 
Code of Military Justice, nor to impose addi-
tional reporting requirements upon the Depart-
ment of Defense with respect to such investiga-
tions beyond those required by existing law and 
executive branch policy. 

(7) As used in this section, the terms ‘‘foreign 
power’’ and ‘‘agent of a foreign power’’ have the 
same meanings as set forth in sections 2 1801(a) 
and (b), respectively, of this title. 

(Pub. L. 103–359, title VIII, § 811, Oct. 14, 1994, 108 
Stat. 3455; Pub. L. 106–120, title VI, § 602, Dec. 3, 
1999, 113 Stat. 1620; Pub. L. 106–567, title VI, § 605, 
Dec. 27, 2000, 114 Stat. 2853; Pub. L. 107–306, title 
VIII, § 811(b)(5)(B), title IX, § 903, Nov. 27, 2002, 116 
Stat. 2424, 2433; Pub. L. 108–177, title III, § 361(g), 
Dec. 13, 2003, 117 Stat. 2625; Pub. L. 108–458, title 
I, § 1071(g)(1), Dec. 17, 2004, 118 Stat. 3691.) 

REFERENCES IN TEXT 

The Counterintelligence Enhancement Act of 2002, re-

ferred to in subsec. (d)(1)(B), is title IX of Pub. L. 

107–306, Nov. 27, 2002, 116 Stat. 2432. Section 904(e)(2) of 

the Act was redesignated 904(d)(2) by Pub. L. 111–259, 

title IV, § 412(a)(2), Oct. 7, 2010, 124 Stat. 2725, and is 

classified to section 3383(d)(2) of this title. For com-

plete classification of this Act to the Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 402a of this 

title prior to editorial reclassification and renumbering 

as this section. Some section numbers of this title ref-

erenced in amendment notes below reflect the classi-

fication of such sections prior to their editorial reclas-

sification. 

AMENDMENTS 

2004—Subsec. (c)(6)(C). Pub. L. 108–458, which directed 

amendment of subsec. (c)(6)(C) by substituting ‘‘Direc-

tor of National Intelligence’’ for ‘‘Director of Central 

Intelligence’’, could not be executed because of the 

amendments by Pub. L. 107–306, § 903(a)(2), and Pub. L. 

108–177. See 2002 and 2003 Amendment notes below. 

2003—Subsec. (e). Pub. L. 108–177, which directed the 

amendment of subsec. (c) by redesignating pars. (7) and 

(8) as (6) and (7), respectively, and striking out former 

par. (6), was executed by making the amendment to 

subsec. (e) to reflect the probable intent of Congress 

and the redesignation of subsec. (c) as (e) by Pub. L. 

107–306, § 903(a)(2), see below. Prior to amendment, par. 

(6) read as follows: 

‘‘(6)(A) Not later each year than the date provided in 

section 415b of this title, the Director of the Federal 

Bureau of Investigation shall submit to the congres-

sional intelligence committees (as defined in section 

401a of this title) a report with respect to compliance 

with paragraphs (1) and (2) during the previous calendar 

year. 

‘‘(B) Not later than February 1 each year, the Direc-

tor shall, in accordance with applicable security proce-

dures, submit to the Committees on the Judiciary of 

the Senate and House of Representatives a report with 

respect to compliance with paragraphs (1) and (2) dur-

ing the previous calendar year. 

‘‘(C) The Director of the Federal Bureau of Investiga-

tion shall submit each report under this paragraph in 
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consultation with the Director of Central Intelligence 

and the Secretary of Defense.’’ 
2002—Subsec. (b). Pub. L. 107–306, § 903(a)(1), (3), added 

subsec. (b) and struck out heading and text of former 

subsec. (b). Text read as follows: ‘‘The Board shall serve 

as the principal mechanism for— 
‘‘(1) developing policies and procedures for the ap-

proval of the President to govern the conduct of 

counterintelligence activities; and 
‘‘(2) resolving conflicts, as directed by the Presi-

dent, which may arise between elements of the Gov-

ernment which carry out such activities.’’ 
Subsec. (c). Pub. L. 107–306, § 903(b), added subsec. (c). 

Former subsec. (c) redesignated (e). 
Subsec. (c)(6). Pub. L. 107–306, § 811(b)(5)(B), amended 

par. (6) generally. Prior to amendment, par. (6) read as 

follows: ‘‘The Director of the Federal Bureau of Inves-

tigation shall, in consultation with the Director of Cen-

tral Intelligence and the Secretary of Defense, report 

annually, beginning on February 1, 1995, and continuing 

each year thereafter, to the Select Committee on Intel-

ligence of the Senate and to the Permanent Select 

Committee on Intelligence of the House of Representa-

tives and, in accordance with applicable security proce-

dures, the Committees on the Judiciary of the House of 

Representatives and the Senate with respect to compli-

ance with paragraphs (1) and (2) during the previous 

calendar year.’’ 
Subsec. (d). Pub. L. 107–306, § 903(c), added subsec. (d). 
Subsec. (e). Pub. L. 107–306, § 903(a)(2), redesignated 

subsec. (c) as (e). 
2000—Subsec. (c)(1). Pub. L. 106–567, § 605(a)(1), sub-

stituted ‘‘paragraph (5)’’ for ‘‘paragraph (3)’’. 
Subsec. (c)(2). Pub. L. 106–567, § 605(a)(1), (b), sub-

stituted ‘‘paragraph (5)’’ for ‘‘paragraph (3)’’ and in-

serted ‘‘in a timely manner’’ after ‘‘through appro-

priate channels’’ and ‘‘are consulted’’. 
Subsec. (c)(3). Pub. L. 106–567, § 605(a)(3), added par. 

(3). Former par. (3) redesignated (5). 
Subsec. (c)(4). Pub. L. 106–567, § 605(a), (c), added par. 

(4). Former par. (4) redesignated (6). 
Subsec. (c)(5). Pub. L. 106–567, § 605(a)(2), (4), redesig-

nated par. (3) as (5) and substituted ‘‘paragraph (1), (2), 

or (3)’’ for ‘‘paragraph (1) or (2)’’. Former par. (5) redes-

ignated (7). 
Subsec. (c)(6) to (8). Pub. L. 106–567, § 605(a)(2), redes-

ignated pars. (4) to (6) as (6) to (8), respectively. 
1999—Subsec. (c)(2). Pub. L. 106–120 struck out ‘‘after 

a report has been provided pursuant to paragraph 

(1)(A)’’ before period at end. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

EFFECTIVE DATE OF 2003 AMENDMENT 

Amendment by Pub. L. 108–177 effective Dec. 31, 2003, 

see section 361(n) of Pub. L. 108–177, set out as a note 

under section 1611 of Title 10, Armed Forces. 

ANNUAL REPORTS ON INTELLIGENCE ACTIVITIES OF THE 

PEOPLE’S REPUBLIC OF CHINA 

Pub. L. 105–107, title III, § 308, Nov. 20, 1997, 111 Stat. 

2253, as amended by Pub. L. 107–306, title VIII, 

§ 811(b)(5)(D), Nov. 27, 2002, 116 Stat. 2424, related to an-

nual reports to Congress by the Director of Central In-

telligence and the Director of the Federal Bureau of In-

vestigation on intelligence activities of the People’s 

Republic of China directed against or affecting the in-

terests of the United States, prior to repeal by Pub. L. 

108–177, title III, § 361(f), Dec. 13, 2003, 117 Stat. 2625. 

§ 3382. National Counterintelligence Executive 

(a) Establishment 

(1) There shall be a National Counter-
intelligence Executive, who shall be appointed 
by the Director of National Intelligence. 

(2) It is the sense of Congress that the Director 
of National Intelligence should seek the views of 
the Attorney General, Secretary of Defense, and 
Director of the Central Intelligence Agency in 
selecting an individual for appointment as the 
Executive. 

(b) Mission 

The mission of the National Counter-
intelligence Executive shall be to serve as the 
head of national counterintelligence for the 
United States Government. 

(c) Duties 

Subject to the direction and control of the Di-
rector of National Intelligence, the duties of the 
National Counterintelligence Executive are as 
follows: 

(1) To carry out the mission referred to in 
subsection (b) of this section. 

(2) To act as chairperson of the National 
Counterintelligence Policy Board under sec-
tion 3381 of this title. 

(3) To act as head of the Office of the Na-
tional Counterintelligence Executive under 
section 3383 of this title. 

(4) To participate as an observer on such 
boards, committees, and entities of the execu-
tive branch as the Director of National Intel-
ligence considers appropriate for the discharge 
of the mission and functions of the Executive 
and the Office of the National Counter-
intelligence Executive under section 3383 of 
this title. 

(Pub. L. 107–306, title IX, § 902, Nov. 27, 2002, 116 
Stat. 2432; Pub. L. 108–458, title I, § 1072(d)(1)(B), 
Dec. 17, 2004, 118 Stat. 3693.) 

CODIFICATION 

Section was formerly classified to section 402b of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Subsec. (a)(1). Pub. L. 108–458, § 1072(d)(1)(B)(i), 

substituted ‘‘Director of National Intelligence’’ for 

‘‘President’’. 
Subsec. (a)(2). Pub. L. 108–458, § 1072(d)(1)(B), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Presi-

dent’’ and ‘‘Director of the Central Intelligence Agen-

cy’’ for ‘‘Director of Central Intelligence’’. 
Subsec. (c). Pub. L. 108–458, § 1072(d)(1)(B)(i), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Presi-

dent’’ in two places. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 
Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

PURPOSE 

Pub. L. 107–306, title IX, § 901(b), Nov. 27, 2002, 116 

Stat. 2432, provided that: ‘‘The purpose of this title [see 
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Tables for classification] is to facilitate the enhance-

ment of the counterintelligence activities of the United 

States Government by— 

‘‘(1) enabling the counterintelligence community of 

the United States Government to fulfill better its 

mission of identifying, assessing, prioritizing, and 

countering the intelligence threats to the United 

States; 

‘‘(2) ensuring that the counterintelligence commu-

nity of the United States Government acts in an effi-

cient and effective manner; and 

‘‘(3) providing for the integration of all the counter-

intelligence activities of the United States Govern-

ment.’’ 

§ 3383. Office of the National Counterintelligence 
Executive 

(a) Establishment 

There shall be an Office of the National 
Counterintelligence Executive. 

(b) Head of Office 

The National Counterintelligence Executive 
shall be the head of the Office of the National 
Counterintelligence Executive. 

(c) Location of Office 

The Office of the National Counterintelligence 
Executive shall be located in the Office of the 
Director of National Intelligence. 

(d) Functions 

Subject to the direction and control of the Na-
tional Counterintelligence Executive, the func-
tions of the Office of the National Counter-
intelligence Executive shall be as follows: 

(1) National threat identification and prior-
itization assessment 

Subject to subsection (e), in consultation 
with appropriate department and agencies of 
the United States Government, and private 
sector entities, to produce a strategic plan-
ning assessment of the counterintelligence re-
quirements of the United States to be known 
as the National Threat Identification and Pri-
oritization Assessment. 

(2) National Counterintelligence Strategy 

(A) Requirement to produce 

Subject to subsection (e), in consultation 
with appropriate department and agencies of 
the United States Government, and private 
sector entities, and based on the most cur-
rent National Threat Identification and Pri-
oritization Assessment under paragraph (1), 
to produce a strategy for the counter-
intelligence programs and activities of the 
United States Government to be known as 
the National Counterintelligence Strategy. 

(B) Revision and requirement 

The National Counterintelligence Strategy 
shall be revised or updated at least once 
every three years and shall be aligned with 
the strategy and policies of the Director of 
National Intelligence. 

(3) Implementation of National Counter-
intelligence Strategy 

To evaluate on an ongoing basis the imple-
mentation of the National Counterintelligence 
Strategy and to submit to the President peri-
odic reports on such evaluation, including a 

discussion of any shortfalls in the implemen-
tation of the Strategy and recommendations 
for remedies for such shortfalls. 

(4) National counterintelligence strategic 
analyses 

As directed by the Director of National In-
telligence and in consultation with appro-
priate elements of the departments and agen-
cies of the United States Government, to over-
see and coordinate the production of strategic 
analyses of counterintelligence matters, in-
cluding the production of counterintelligence 
damage assessments and assessments of les-
sons learned from counterintelligence activi-
ties. 

(5) National counterintelligence program budg-
et 

In consultation with the Director of Na-
tional Intelligence— 

(A) to coordinate the development of budg-
ets and resource allocation plans for the 
counterintelligence programs and activities 
of the Department of Defense, the Federal 
Bureau of Investigation, the Central Intel-
ligence Agency, and other appropriate ele-
ments of the United States Government; 

(B) to ensure that the budgets and re-
source allocation plans developed under sub-
paragraph (A) address the objectives and pri-
orities for counterintelligence under the Na-
tional Counterintelligence Strategy; and 

(C) to submit to the National Security 
Council periodic reports on the activities 
undertaken by the Office under subpara-
graphs (A) and (B). 

(6) National counterintelligence collection and 
targeting coordination 

To develop priorities for counterintelligence 
investigations and operations, and for collec-
tion of counterintelligence, for purposes of the 
National Counterintelligence Strategy, except 
that the Office may not— 

(A) carry out any counterintelligence in-
vestigations or operations; or 

(B) establish its own contacts, or carry out 
its own activities, with foreign intelligence 
services. 

(7) National counterintelligence outreach, 
watch, and warning 

(A) Counterintelligence vulnerability surveys 

To carry out and coordinate surveys of the 
vulnerability of the United States Govern-
ment, and the private sector, to intelligence 
threats in order to identify the areas, pro-
grams, and activities that require protection 
from such threats. 

(B) Outreach 

To carry out and coordinate outreach pro-
grams and activities on counterintelligence 
to other elements of the United States Gov-
ernment, and the private sector, and to coor-
dinate the dissemination to the public of 
warnings on intelligence threats to the 
United States. 

(C) Research and development 

To ensure that research and development 
programs and activities of the United States 
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Government, and the private sector, direct 
attention to the needs of the counter-
intelligence community for technologies, 
products, and services. 

(D) Training and professional development 

To develop policies and standards for 
training and professional development of in-
dividuals engaged in counterintelligence ac-
tivities and to manage the conduct of joint 
training exercises for such personnel. 

(e) Additional requirements regarding National 
Threat Identification and Prioritization As-
sessment and National Counterintelligence 
Strategy 

(1) A National Threat Identification and Prior-
itization Assessment under subsection (d)(1), 
and any modification of such assessment, shall 
not go into effect until approved by the Presi-
dent. 

(2) A National Counterintelligence Strategy 
under subsection (d)(2), and any modification of 
such strategy, shall not go into effect until ap-
proved by the President. 

(3) The National Counterintelligence Execu-
tive shall submit to the congressional intel-
ligence committees each National Threat Iden-
tification and Prioritization Assessment, or 
modification thereof, and each National 
Counterintelligence Strategy, or modification 
thereof, approved under this section. 

(4) In this subsection, the term ‘‘congressional 
intelligence committees’’ means— 

(A) the Select Committee on Intelligence of 
the Senate; and 

(B) the Permanent Select Committee on In-
telligence of the House of Representatives. 

(f) Personnel 

(1) Personnel of the Office of the National 
Counterintelligence Executive may consist of 
personnel employed by the Office or personnel 
on detail from any other department, agency, or 
element of the Federal Government. Any such 
detail may be on a reimbursable or nonreim-
bursable basis, at the election of the head of the 
agency detailing such personnel. 

(2) Notwithstanding section 104(d) 1 or any 
other provision of law limiting the period of the 
detail of personnel on a nonreimbursable basis, 
the detail of an officer or employee of United 
States or a member of the Armed Forces under 
paragraph (1) on a nonreimbursable basis may be 
for any period in excess of one year that the Na-
tional Counterintelligence Executive and the 
head of the department, agency, or element con-
cerned consider appropriate. 

(g) Treatment of activities under certain admin-
istrative laws 

The files of the Office shall be treated as oper-
ational files of the Central Intelligence Agency 
for purposes of section 701 of the National Secu-
rity Act of 1947 (50 U.S.C. 431) [now 50 U.S.C. 
3141] to the extent such files meet criteria under 
subsection (b) of that section for treatment of 
files as operational files of an element of the 
Agency. 

(h) Oversight by Congress 

The location of the Office of the National 
Counterintelligence Executive within the Office 

of the Director of National Intelligence shall not 
be construed as affecting access by Congress, or 
any committee of Congress, to— 

(1) any information, document, record, or 
paper in the possession of the Office; or 

(2) any personnel of the Office. 

(i) Construction 

Nothing in this section shall be construed as 
affecting the authority of the Director of Na-
tional Intelligence, the Secretary of Defense, 
the Secretary of State, the Attorney General, or 
the Director of the Federal Bureau of Investiga-
tion as provided or specified under the National 
Security Act of 1947 or under other provisions of 
law. 

(Pub. L. 107–306, title IX, § 904, Nov. 27, 2002, 116 
Stat. 2434; Pub. L. 108–458, title I, §§ 1071(g)(2)(B), 
1072(d)(1)(C), Dec. 17, 2004, 118 Stat. 3691, 3693; 
Pub. L. 111–259, title IV, § 412, Oct. 7, 2010, 124 
Stat. 2725; Pub. L. 112–18, title IV, § 401, June 8, 
2011, 125 Stat. 227; Pub. L. 112–87, title III, 
§ 311(b), Jan. 3, 2012, 125 Stat. 1886.) 

REFERENCES IN TEXT 

Section 104(d), referred to in subsec. (f)(2), is section 

104(d) of Pub. L. 107–306, title I, Nov. 27, 2002, 116 Stat. 

2387, which is not classified to the Code. 

The National Security Act of 1947, referred to in sub-

sec. (i), is act July 26, 1947, ch. 343, 61 Stat. 495, which 

is classified principally to chapter 44 (§ 3001 et seq.) of 

this title. For complete classification of this Act to the 

Code, see Tables. 

CODIFICATION 

Section was formerly classified to section 402c of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2012—Subsec. (d)(1). Pub. L. 112–87 struck out ‘‘on an 

annual basis’’ after ‘‘to produce’’. 

2011—Subsec. (d)(2). Pub. L. 112–18 inserted subpar. 

(A) designation and heading, struck out ‘‘on an annual 

basis’’ after ‘‘to produce’’, and added subpar. (B). 

2010—Subsec. (d). Pub. L. 111–259, § 412(a)(1), (2), redes-

ignated subsec. (e) as (d) and struck out former subsec. 

(d). Text read as follows: 

‘‘(1) There shall be in the Office of the National 

Counterintelligence Executive a general counsel who 

shall serve as principal legal advisor to the National 

Counterintelligence Executive. 

‘‘(2) The general counsel shall— 

‘‘(A) provide legal advice and counsel to the Execu-

tive on matters relating to functions of the Office; 

‘‘(B) ensure that the Office complies with all appli-

cable laws, regulations, Executive orders, and guide-

lines; and 

‘‘(C) carry out such other duties as the Executive 

may specify.’’ 

Subsec. (d)(1), (2). Pub. L. 111–259, § 412(b)(1), sub-

stituted ‘‘subsection (e)’’ for ‘‘subsection (f)’’. 

Subsec. (e). Pub. L. 111–259, § 412(a)(2), redesignated 

subsec. (f) as (e). Former subsec. (e) redesignated (d). 

Subsec. (e)(1). Pub. L. 111–259, § 412(b)(2)(A), sub-

stituted ‘‘subsection (d)(1)’’ for ‘‘subsection (e)(1)’’. 

Subsec. (e)(2). Pub. L. 111–259, § 412(b)(2)(B), sub-

stituted ‘‘subsection (d)(2)’’ for ‘‘subsection (e)(2)’’. 

Subsec. (f). Pub. L. 111–259, § 412(a)(2), redesignated 

subsec. (g) as (f). Former subsec. (f) redesignated (e). 

Subsec. (f)(3), (4). Pub. L. 111–259, § 412(a)(3), struck 

out pars. (3) and (4) which read as follows: 

‘‘(3) The employment of personnel by the Office, in-

cluding the appointment, compensation and benefits, 

management, and separation of such personnel, shall be 

governed by the provisions of law on such matters with 
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respect to the personnel of the Central Intelligence 

Agency, except that, for purposes of the applicability of 

such provisions of law to personnel of the Office, the 

National Counterintelligence Executive shall be treat-

ed as the head of the Office. 

‘‘(4) Positions in the Office shall be excepted service 

positions for purposes of title 5.’’ 

Subsecs. (g) to (m). Pub. L. 111–259, § 412(a)(1), (2), re-

designated subsecs. (k) to (m) as (g) to (i), respectively, 

and struck out former subsecs. (h) to (j) which related 

to support, availability of funds for reimbursement, 

and contracts, respectively. Former subsec. (g) redesig-

nated (f). 

2004—Subsec. (c). Pub. L. 108–458, § 1072(d)(1)(C)(i), sub-

stituted ‘‘Office of the Director of National Intel-

ligence’’ for ‘‘Office of the Director of Central Intel-

ligence’’. 

Subsec. (e)(4). Pub. L. 108–458, § 1071(g)(2)(B)(i), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

Subsec. (e)(5). Pub. L. 108–458, § 1071(g)(2)(B)(ii), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’ in introductory provisions. 

Subsec. (h)(1), (2). Pub. L. 108–458, § 1071(g)(2)(B)(iii), 

substituted ‘‘Director of National Intelligence’’ for ‘‘Di-

rector of Central Intelligence’’. 

Subsec. (l). Pub. L. 108–458, § 1072(d)(1)(C)(ii), sub-

stituted ‘‘Office of the Director of National Intel-

ligence’’ for ‘‘Office of the Director of Central Intel-

ligence’’ in introductory provisions. 

Subsec. (m). Pub. L. 108–458, § 1071(g)(2)(B)(iv), sub-

stituted ‘‘Director of National Intelligence’’ for ‘‘Direc-

tor of Central Intelligence’’. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

CHAPTER 46—CENTRAL INTELLIGENCE 
AGENCY 

Sec. 

3501. Definitions. 

3502. Seal of office. 

3503. Procurement authorities. 

3504. Repealed. 

3505. Personnel allowances and benefits. 

3506. General authorities. 

3506a. Transformation of Central Intelligence Agen-

cy. 

3507. Protection of nature of Agency’s functions. 

3508. Admission of essential aliens; limitation on 

number. 

3509. Repealed. 

3510. Appropriations. 

3510a. Availability of appropriations for construc-

tion projects. 

3510b. Acquisition of critical skills. 

3511. Authority to pay death gratuities. 

3512. Gifts, devises, and bequests. 

3513. Misuse of Agency name, initials, or seal. 

3514. Retirement equity for spouses of certain em-

ployees. 

3515. Security personnel at Agency installations. 

3516. Health benefits for certain former spouses of 

Central Intelligence Agency employees. 

3517. Inspector General for Agency. 

3518. Special annuity computation rules for certain 

employees’ service abroad. 

3518a. Portability of overseas service retirement 

benefit. 

Sec. 

3519. Special rules for disability retirement and 

death-in-service benefits with respect to 

certain employees. 

3519a. Separation pay program for voluntary separa-

tion from service. 

3520. General Counsel of Central Intelligence Agen-

cy. 

3521. Central services program. 

3522. Detail of employees. 

3523. Intelligence operations and cover enhance-

ment authority. 

§ 3501. Definitions 

When used in this chapter, the term— 
(1) ‘‘Agency’’ means the Central Intelligence 

Agency; 
(2) ‘‘Director’’ means the Director of the 

Central Intelligence Agency; and 
(3) ‘‘Government agency’’ means any execu-

tive department, commission, council, inde-
pendent establishment, corporation wholly or 
partly owned by the United States which is an 
instrumentality of the United States, board, 
bureau, division, service, office, officer, au-
thority, administration, or other establish-
ment, in the executive branch of the Govern-
ment. 

(June 20, 1949, ch. 227, § 1, 63 Stat. 208; Pub. L. 
86–707, title V, § 511(a)(3), (c)(1), Sept. 6, 1960, 74 
Stat. 800, 801; Pub. L. 108–458, title I, § 1077, Dec. 
17, 2004, 118 Stat. 3695.) 

CODIFICATION 

Section was formerly classified to section 403a of this 

title prior to editorial reclassification and renumbering 

as this section. 

AMENDMENTS 

2004—Pub. L. 108–458 redesignated subsecs. (a) to (c) 

as pars. (1) to (3), respectively, and amended par. (2) 

generally. Prior to amendment, par. (2) read as follows: 

‘‘ ‘Director’ means the Director of Central Intel-

ligence;’’. 

1960—Subsec. (c). Pub. L. 86–707, § 511(c)(1), sub-

stituted ‘‘Government.’’ for ‘‘Government; and’’. 

Subsec. (d). Pub. L. 86–707, § 511(a)(3), repealed subsec. 

(d) which defined ‘‘continental United States’’. See sec-

tion 5921 of Title 5, Government Organization and Em-

ployees. 

EFFECTIVE DATE OF 2004 AMENDMENT 

For Determination by President that amendment by 

Pub. L. 108–458 take effect on Apr. 21, 2005, see Memo-

randum of President of the United States, Apr. 21, 2005, 

70 F.R. 23925, set out as a note under section 3001 of this 

title. 

Amendment by Pub. L. 108–458 effective not later 

than six months after Dec. 17, 2004, except as otherwise 

expressly provided, see section 1097(a) of Pub. L. 

108–458, set out in an Effective Date of 2004 Amendment; 

Transition Provisions note under section 3001 of this 

title. 

SHORT TITLE 

Act June 20, 1949, ch. 227, § 10, formerly § 12, 63 Stat. 

213; renumbered § 10, July 7, 1958, Pub. L. 85–507, 

§ 21(b)(2), 72 Stat. 337, provided that: ‘‘This Act [see 

Tables for classification] may be cited as the ‘Central 

Intelligence Agency Act of 1949’.’’ 

SEPARABILITY 

Act June 20, 1949, ch. 227, § 9, formerly § 11, 63 Stat. 

213; renumbered § 9, July 7, 1958, Pub. L. 85–507, § 21(b)(2), 

72 Stat. 337, provided that: ‘‘If any provision of this Act 
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